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Freedom of Information Request: 0826
Queen Elizabeth Hospital Birmingham
1.     Are you aware of the Minimum Cyber Security Standard, published 25th June 2018?
a.     Yes
 
2.     What is your annual dedicated budget for cybersecurity (including personnel and technology)? 
Please see note 1 below
 
3.     Approximately how many cyber-attacks (of any kind) have you experienced in your organisation in these 12-month periods?
 
	 
	None
	1 – 50
	50 – 100
	100 – 200
	200 – 500
	500 -1000
	1000+

	1st January 2017 – 31st December 2017
	 
	 
	 
	
	 
	 
	 

	1st January 2018 – 31st December 2018
	 
	 
	 
	 
	 
	 
	 


 
4.     Which of the following attack / cybersecurity threat types have been detected by your organisation? [Select all that apply]

Please see note below

5.     Which of the following form part of your cybersecurity defence technology strategy? [Select all that apply]

Please see note 1 below

6.     Which of these obstacles has your organisation experienced in maintaining or improving IT security? [Select all that apply]

Please see note 1 below 




Note 1

[bookmark: _GoBack]The Trust does hold this information; however we are withholding it under Section 31 (3) of The Freedom of Information Act as the disclosure could prejudice the prevention or detection of crime. If the information requested was made available there would be a risk that this could assist cyber-criminals wishing to target the Trust.  There is therefore significant public interest in not providing this information.
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