

Policies and Procedures Framework v4.2



[image: C:\Documents and Settings\causerh\Desktop\Hannah stuff\Work bits, letters etc etc\Logos\HEFT 1col(k).jpg]

Photographic, Video and Mobile Device 
Consent and Confidentiality Policy
 (
Key Points 
This document contains guidance on:
Obtaining Video and Photographic images on trust premises
How to arrange Clinical Photography
Consent and Confidentiality – including who can give consent
The use of Mobile devices (including mobile phones) for the 
capture of photographs, video or 
sound 
Maternity and mobile devices
A staff guide – what to do when confronted with a patient or visitor who is taking photographs, video or sound clips on a mobile device within Trust premises
Recordings for  use within public media
Copyright and storage of clinical images and image files
)














	
Key Changes for revised documents

· The use of mobile devices including Mobile Phones for photography, video and sound recordings
· Maternity and mobile devices (19.2)
· A staff guide – what to do when confronted with a patient or visitor who is taking photographs or video on a mobile device within Trust premises
· How to access images via iCare, and sending data via secure emails
· The storage of any removable digital media
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[bookmark: _Toc255379056]
1.	Circulation 

Trust wide – All heads of department, and senior management. Anybody clinical, including students working within the trust.

[bookmark: _Toc255379057]2.	Scope 

Includes: This document includes information relating to taking Clinical/Non Clinical images/video within trust premises, and how to go about gaining consent.  The use of Mobile phones/devices with regards to photographs/video and sound recordings. Information on best interests, photography of areas that are deemed unrecognisable. Copyright and the use of images in Public Media.

Excludes: This policy does not include information about the use of Mobile Phones as telephones, that information is held within the ICT Policies

[bookmark: _Toc255379058]3.	Definitions 

H.E.F.T. – The Heart of England Foundation Trust
Recordings – When we refer to recordings, we mean “the making of an image, sound or film clip”
N.A.I. – Non Accidental Injury
P.I.D. – Patient Identifiable Data
Destruction – i.e. Clinical Photographs – To destroy them so they could not be reconstructed or recognised after destruction.
Erased - To remove or destroy as if by wiping out
Retention – The period to which we refer the images are kept and stored before destruction.
Clinical Photography - Based on or involving medical treatment, practice, observation, or diagnosis
Non Clinical Photography–All other photography not deemed clinical (see Clinical photography above)

For the purpose of this policy, Photographic and video equipment are defined as instruments that are capable of capturing moving / still images or sound.  This includes:

· Cameras
· Video cameras
· Mobile Devices/phones
· Recording Devices
· Applications (Apps) for use on mobile devices 

[bookmark: _Toc255379059]



4.	Reason for development 

[bookmark: _Toc255379060]The purpose of the policy is to provide guidelines for the taking of clinical and non clinical images within the Heart of England NHS Foundation Trust (HEFT), and to make all staff aware of the processes in place when requesting Clinical Photography or Video, whilst ensuring a patient’s privacy, their right to confidentiality and dignity.

5.	Aims and Objectives 

· To provide a clear statement of direction to support commitment to Photographic & Video Recording Consent and Confidentiality.

· To provide a framework to support HEFT to deliver its statutory requirements.

· To ensure staff are aware of their responsibilities and legal obligations with regard to Photographic, Video and Mobile Device Consent and Confidentiality.

















		












6.	Flow Chart – Process for Staff Requesting Clinical Photographs/video.




7.	Photographs/Video for Clinical Purposes

7.1	Photographic and video recordings made for clinical purposes form part of a patient’s record. Health professionals should always ensure that they make clear in advance if any photographic or video recording will result from that procedure. There must be a fully justifiable purpose for photography to be carried out.

7.2	Wherever possible, clinical recordings must be undertaken by a Medical
Photographer from the Medical Illustration Department.  However any clinical recordings undertaken by non-clinical photography staff should be made available to the Medical Illustration Department along with the completed ‘Request for Clinical Photography’ form for upload to our secure database.  All images will then be deleted from the 3rd party recording device.

7.3	Staff wishing to use mobile devices to capture clinical or non clinical
Images - Please see section 19 Other Media 

7.4	Recordings are usually available to view on icare within 24 hours after capture; this does not include weekends or bank holidays.

 iCare -under Services – CLINICAL IMAGE LIBRARY. (Access is required)
 
Please ensure that when viewing recordings, computers must be located in such a way that the images of patients displayed on screen cannot be seen by passers-by.

7.5	Confidentiality is a patient’s legal right and staff are therefore reminded that breach of confidentiality may well amount to serious professional misconduct with inevitable disciplinary consequences that could result in substantial financial damages to the Trust.

7.6	A full explanation of how the photographs/video will be used must be given to the patient and appropriate written consent obtained before any photography takes place. This must be documented by means of an official consent form (Attachment 1). Also available via this link: http://intranet_1/mi//consent_files/clinicalnew.pdf 

7.7	Patient information material should where possible, be available in the
patient’s first language and when necessary, a translator should be available.

7.8 Patients must not be coerced to give permission for the recording to be made. Patients must be given sufficient time to evaluate their decision.

7.9	Medical staff can contact Medical Illustration to book a photographer/Videographer. 
Monday – Friday 9am - 5pm 	0121 (42) 43435 

Both Male and Female photographers are usually available, if required.  Please ask when booking photography. 

7.10	On arrival at the ward, clinic, or our photographic studio (based at Heartlands), the photographer/videographer will confirm that INFORMED CONSENT has been obtained and that the patient is still happy for the photography/Video to commence. 

A suitable location will be used to protect the patients dignity and where appropriate, a chaperone will be used. 

7.11	Stop the recording if the patient asks, or if the recording is having an adverse effect on the patients wellbeing (such as during medical treatment or an invasive clinical procedure).

7.12	Do not participate in any recording made against a patient’s wishes - except when it is considered in the Patients best interests. (See section11)

7.13	The recording must not compromise patients’ privacy or dignity. All parties and projects undertaking patient photography/videography shall respect the religion, nationality and individual sensibilities of the patient.

7.14	Clinical Photographs/videos must not be used for any purpose other than that for which the original consent was granted, unless further consent is obtained.

7.15	Copies of the Consent documentation will be held within Medical Illustration under secure storage.

7.16	The images can be printed out by Medical Illustration (on request only) and used for the patients notes. 

Please bear in mind that the Trust is working towards a paperless system. The Medical Records scanning project is destroying any Photographic prints that may be in the notes – The digital files are available to view via iCare.

8	Visual Evidence for Victim Project

This service is available to any woman who presents with injuries following a violent incident.

8.1	Following written consent by the patient, the said injuries will be recorded by a qualified Medical Photographer employed by the Trust.

8.2	However in some instances, a Midwife Counsellor who is trained by Birmingham Community Safety Partnership may also photograph women receiving care at HEFT.

8.3	The images will then be securely stored according to the Data protection Act and may be used for evidence in the future.  The Midwife Counsellor may be contacted on 0121 (42) 40339.

9	Clinical Photography for Areas Deemed Unidentifiable:

The following types of image are exempt from the restrictions contained in this policy regarding consent type A and B (Attachment 1) as they are deemed non-identifiable:

· Images of internal organs
· Radiological images (including MRI, CT, ultrasound)
· Macro/micro photography of pathological specimens
· Ophthalmic photography: fundal and anterior segment
· Fundal Fluorescein Angiography

However, patient details must be removed before using images

9.1	It may nonetheless be appropriate to explain to the patient, as part of the process of obtaining consent to the treatment or assessment procedure that a recording will be made.

10	Who can give consent

A child aged 16 or 17 is presumed to be capable of consenting to medical treatment as if they were an adult by virtue of section 8 of the Family Law Reform Act 1969.  (Please see section 10.6 – Photography of Minors) You should refer to The HEFT Policy for Consent to Examination or Treatment V5.0 (Section 22 Pages 21-22) for further guidance.
http://sharepoint/policies/Office%20Documents/Consent%20to%20Examination%20or%20Treatment%20Policy%20v5.0.doc 

10.1	Patients have the right to withdraw consent or alter the level for the use of their images at any time. However, photographs/videos that were consented for Level A (Publication) and have already been published or used in the public domain cannot be withdrawn.

10.2	All parties and projects undertaking patient photography/ videography shall be aware of and act appropriately upon the need for chaperones.

10.3	 Consent is required even when the patient is incidental to the main picture, but identifiable e.g. documentation of equipment or procedures.

10.4	Physical disability: If a patient is mentally competent to give consent but is physically unable to sign a form, you should complete this form as usual, and ask an independent witness to confirm that the patient has given consent orally or non-verbally.

10.5	Mental disability: No-one (not even a spouse, or others close to the person) can give consent on behalf of adults who are not capable of giving consent for themselves. Although, legally, the health professional responsible for the person’s care is responsible for deciding whether or not particular treatment is in that person’s best interests, ideally decisions will reflect an agreement between professional carers and those close to the patient. 

The standard consent form should NOT be used in this case. This should be documented on consent form 4 (form for adults who are unable to consent to investigation or treatment - click on link below) 
http://sharepoint/policies/Supporting%20Documents/Consent%20Form%204.pdf

(Also see attachment 2)

10.6	 Photography/ videography of minors

If a child under the age of 16 has “sufficient understanding and intelligence to enable him or her to understand fully what is proposed”, then he or she will be competent to give consent for himself or herself. Refer to Gillick Competence for more information. Young people aged 16 and 17, and younger children, with the capacity to understand may therefore sign this form for themselves if they wish. You should refer to The HEFT Policy for Consent to Examination or Treatment V5.0 (Section 22 Pages 21-22) for further guidance.
http://sharepoint/policies/Office%20Documents/Consent%20to%20Examination%20or%20Treatment%20Policy%20v5.0.doc

10.7	Even where a child is able to give consent for him or herself, you should always involve those with parental responsibility in the child’s care, and ask both the child and their parent to sign, unless the child specifically asks you not to do so.

Where children who lack the understanding to give their permission are to be recorded, you must get consent from a parent or guardian. If a child is not willing for an image/ recording to be subsequently used, you must not use it even if a person with parental responsibility consents.

10.8	In child protection cases the interests of the child must be safeguarded. It may be necessary to pass on information without the consent of the parent or guardian. In these cases the information must only be released by the consultant most recently responsible for the child’s care or, in his absence, the consultant on call for the specialty. Parents do not have the automatic right to receive information about their child regardless of age. 

10.9	Photography/videography of minors (under 16) must only ever be requested by the following members of staff:

· Senior Nursing/Midwifery Staff, Consultants, Senior Clinicians and members of the Safeguarding team.

It is strongly advised that, where possible Clinical photography / video of minors be undertaken by:

1, Medical Illustration Staff
2, Scene of Crime Officers (Police Officers)

Clinical Photography/ videography may be requested by junior members of staff with the permission of the patients’ consultant.
10.10     Where ‘intimate’ photographs of children are required, It is strongly recommended that only professional, registered, Medical photographers or Scene of Crime Officers are used, in order to protect the integrity of the images taken in support of the clinician in any potential medico-legal situation. (Contact the Medical Illustration Department on 0121 42 42422)

10.11	Photographs of still-births and neonatal deaths for grieving purposes must have parental consent.  It is ideal to gain this prior to any photographs being taken, but as this is such a distressing time, it may be gained retrospectively. It must also be remembered that in such circumstances the situation must be handled with sensitivity and respect.  

10.12 Permission must be sought for any recordings made during post mortem examination.

10.13	The unconscious patient

If photographs/videos are to be used only for training or clinical audit, you may record patients who need emergency treatment but cannot give their permission for the recording to be made (e.g. anaesthetised). You do not need a relative's agreement before starting the recording but must stop it if a relative objects.

In the case of an unconscious patient, photographs/videos may be taken but should not be used until signed consent has been obtained. The patient must be aware that video/photographs have already been taken and told the reason why they were taken. If informed consent is not subsequently forthcoming, the images will be destroyed.

10.14	If the patient is likely to be permanently unable to give or withhold consent for a recording to be made, you should seek the agreement of next of kin / guardian. Where an adult patient does not have the capacity to give or withhold consent, this fact should be documented in consent form 4 (form for adults who are unable to consent to investigation or treatment - click on link below) along with the assessment of the patient’s capacity, why the health professional believes the treatment to be in the patient’s best interests, and the involvement of people close to the patient.
http://sharepoint/policies/Supporting%20Documents/Consent%20Form%204.pdf 
(Also see attachment 2)

11.	Best interests

11.1	In deciding what options may be reasonably considered as being in the best interests of a patient who lacks capacity to decide, you should take into account the following:

· options for treatment or investigation which are clinically indicated; 
· any evidence of the patient's previously expressed preferences, including an advance statement;
· your own and the health care team's knowledge of the patient's background, such as cultural, religious, or employment considerations;
· views about the patient's preferences given by a third party who may have other knowledge of the patient, for example the patient's partner, family, carer, tutor-dative (Scotland), or a person with parental responsibility;
· Which option least restricts the patient's future choices, where more than one option (including non-treatment) seems reasonable in the patient's best interest.

11.2	Where a patient dies before consent is obtained, appropriate retrospective consent must be obtained from next of kin or near relative. Where pursuance of consent from grieving relatives is inappropriate, the image should only be used for the patient record (Attachment one, type C).

11.3	Confidentiality should be respected after a patient’s death. If images are taken during Post Mortem examinations, permission must be sought from a close relative or carer before making any recording from which the deceased may be identifiable. If the death is the subject of a medico-legal investigation, the proposed recording should be discussed with the coroner who has authorised the investigation.

11.4	In exceptional circumstances, it may be judged that it is in the patient's best interests to take an identifiable photograph/video of a patient without first seeking permission, and to disclose the recording to others without their knowledge. Before proceeding the recording should be discussed with an experienced colleague.

11.5	In these circumstances the appropriate person taking the photograph/video and disclosing the same must be prepared to justify their decision to the patient and, if necessary, to others. If the recording will involve covert video surveillance of a patient, it is likely to be within the scope of the Regulation of Investigatory Powers Act 2000 and advice should be sought before proceeding. 

11.6	A decision to use covert video surveillance, for example in cases of suspected induced illness in children, will normally be based on discussions amongst all the agencies involved, and the surveillance itself should be undertaken by the police.

11.7	Where photographic evidence can be demonstrated to be beneficial to a patient's welfare or are required for legal documentation, consent authorised by the patient’s consultant is acceptable. Examples of such instances are:

· Suspected non-accidental injury
· Visual evidence for legal reasons
· Persons obtaining treatment under false pretences
· Deceased patients whose next of kin is not known.
This list is not exhaustive but it must be remembered that in all cases, photography/ videography must be documented in the same fashion as specified in section 7




12	Photography for the training or assessment of doctors, audit,
research or medico-legal reasons

Regardless of the circumstances you must obtain permission and gain consent to make or use any photograph, video or sound recording of a patient or staff member. 

No recordings should be made of any patient who lacks the capacity to give consent, if a suitable alternative patient who has this capacity is available and willing to consent.

Before the recording, you must ensure that patients or staff:
· Understand the purpose of the recording.
· The circumstances in which it will be used.
· Understand that withholding permission for the recording to be made, or withdrawing permission during the recording, will not affect the quality of care they receive
· Are given time to consider the implications of giving their written permission. They should be written in language that is easily understood. If necessary, translations should be provided.

After the recording, you must ensure that:

· Recordings are used only for the purpose for which patients have given consent
· Patients are given the chance, if they wish to see the recording in the form in which it will be shown. 
· Recordings are given the same level of protection as medical records against improper disclosure.
· If a patient withdraws or fails to confirm consent for the use of the recording, then the recording will not be used and will be erased as soon as possible. The patients consultant would be notified accordingly.


13	Existing collections used for teaching purposes

Photographic material for which there is no record of consent (e.g. material already in the teaching domain prior to the enactment of this policy) may be used for restricted teaching purposes (Type B as described in Attachment one). Where possible this material should be replaced with more current images with the appropriate consent.  The use of black bands across the eyes in facial views is regarded as an insufficient means to conceal identity. Other clues to the patient's identity (e.g. dates/PID and tattoos) should be removed from images where they are not necessary.






14	Photographs/video for Non Clinical purposes 

For all requests requiring Non Clinical Photography/video please contact Medical Illustration on: 0121 (42) 43435 for information and guidance. 

Please find the Non Clinical Consent for Photography form attached at the end of this policy on pages 29-30 or follow this link: http://intranet_1/mi//consent_files/nonclinical.pdf 

15	Copyright

All recordings originating within the Trust are the sole copyright of HEFT and as such this copyright cannot be passed on to any third party.

Copyright of all recordings undertaken by staff in the course of their employment
is vested in HEFT irrespective of who owns the recording device.

16	Recordings for use in public media (television, radio, internet and print)
You must not make recordings for use in publicly accessible media without the appropriate level of consent (Level A – see attachment 1), whether or not you consider the patient to be identifiable. Anonymity does not remove the need for consent. 'Publicly accessible media' also includes medical journals. 

16.1 Before making any arrangements for external individuals or organisations to film patients in a health care setting, you must inform your employing or contracting body and obtain the express permission of the Director of PR/Communications, or in their absence, the Chief Executive or Caldicott Guardian, advised by the Team Leader, Medical Illustration.

You must obtain appropriate permission from the patient for the recording. Within the NHS, a contract with the filmmaker will normally also be required.
	
16.2 Contracts with publishers and freelance organisations should be made so that the copyright on all photographs remains with the HEFT

16.3 If you are involved in any way with recording patients for television or other public media, you should satisfy yourself that patients' permission has been properly obtained, even if you are not responsible for obtaining that permission or do not have control of the recording process.

Both the BBC and the Independent Television Commission issue guidance for television programme makers that require permission to be obtained in a way that is consistent with this guidance. In addition, you should make sure that patients understand that, once they have agreed to the recording, they may not be able to withhold their consent for its subsequent use. If patients wish to restrict the use of material, they should get agreement in writing from the owners of the recording, before recording begins.

16.4 You should be particularly vigilant in recordings of those who are unable to give permission themselves. You should consider whether patients' interests and well-being, and in particular their privacy and dignity, are likely to be compromised by the recording, and whether sufficient account has been taken of these issues by the programme makers. 

If you believe that the recording is unduly intrusive or damaging to patients' interests, you should raise the issue with the programme makers. If you remain concerned, you should do your best to stop the recording, for example by halting a consultation, and withdraw your cooperation.

16.5 Professional freelance photographers/ videographers commissioned by the Trust must be made aware of patient confidentiality and associated rights.

17	Storage of material

17.1	To ensure an effective audit trail, all photographs and videos must be stored safely within the Trust to prevent accidental loss, unauthorised viewing or damage.

17.2	In the case of photographic negatives, these must be securely stored and catalogued in the originating department. In this respect, all parties must be aware that digital recordings must be treated with the same level of security and confidentiality as traditional medical images.

17.3	Patient data should be stored in a secure locked environment, Images should not be stored on the hard drive of a laptop. Files should be held in an encrypted format.

17.4	Images must not be left on the camera. All removable digital media must be reformatted / images erased so that no patient images are kept. Staff sharing digital equipment are accountable for storing and erasing their images from the camera before passing it to colleagues.

17.5 	All Medico Legal and NAI (Non Accidental injury) digital images should be stored in their original RAW format without manipulation as proof of the integrity of the original may be needed where photographic evidence is required in a court case. A copy of the original image may be manipulated for presentation purposes only.

17.6 	All personal data associated with photographic images/videos must be kept so that it conforms to the standards stipulated by the Data Protection Act 1998.

17.7 	Printing of any Clinical images should only be undertaken by Medical Illustration, providing the correct level of consent has been gained. This excludes the Bereavement Midwifes.

17.8 	All parties and projects undertaking photography/video on Trust premises in Trust-employed time should be aware that, since the Copyright, Designs and Patents Act of 1988, full copyright and reproduction rights have been assigned to the Trust and permission must be obtained if images are to be used after leaving the Trust.

18		Retention and Destruction of Images

The Medical Illustration clinical images/recordings form part of the patients Medical Records.  As this falls in line with the trust policy for the retention on Medical Records, it has been decided that clinical images shall be kept indefinitely. 

19	 Other Media – Including Mobile Phones and other Mobile Devices

On NO occasion should a staff member use a mobile phone to take, send or receive clinical images.

Under NO circumstance should a staff member store clinical images/videos on personal computers, mobile phones or any other removal storage device. 

19.1	The Department of Health and the Medicines and Healthcare Products
Regulatory Agency (MHRA) warn that picture-messaging technology used in a
Clinical setting cannot be assured to be safe, suitable or effective as it has not
been subject to the usual medical devices regulations and there is also the
potential for legal action to be taken against an individual doctor or hospital, if a
patient comes to harm.

In exceptional circumstances patients / relatives found to be utilising mobile
phones or similar recording devices for unauthorised recording of telephone
discussions or a patient’s treatment may be requested to leave the premises.
Please note, although staff are unable to confiscate recording devices, the Trust could in exceptional circumstances instigate civil proceedings.

Please see Appendix 1: Flowchart - Advice for Staff Being Recorded/Photographed by a Patient or a Member of the Public without consent. (Page 22)

19.2	There are some circumstances where mobile telephones are permitted for capturing images for domestic purposes i.e. non-clinical images. An example of this might be where parents are permitted to take photographs of their own children using mobile phones, as in maternity, neonatal and paediatric unit(s), taking safeguarding into consideration. Such domestic images are exempt under section 36 of the Data Protection Act (please see link below) which states that “personal data processed by an individual only for the purposes of that individual’s personal, family or household affairs are exempt from the data protection principles and provisions of Parts I and II”. However, care should be taken to ensure that recordings do not include accidental inclusion of patients and staff.  

By agreeing to be in a photograph/video taken by a patient or member of the public (such as a new parent), you are consenting to a picture being taken of yourself which is then in the public domain and may be used on social media sites
http://www.legislation.gov.uk/ukpga/1998/29/section/36 
19.3	Prior to the disposal of any digital medium (e.g. hard disk, flash card etc) containing patient information, the data must be erased or the disk totally destroyed. Hard disks must not be handed over to suppliers in part exchange for new disks. (Departmental managers must ensure conformity within their departments).
For more information on this please see:

The Information Security Risk Policy http://sharepoint/policies/Office%20Documents/Information%20Security%20Risk%20Management%20Policy%20v1.0.doc 
The Asset Management Policy http://sharepoint/policies/Office%20Documents/Asset%20Management%20Policy%20V1.0.pdf 
 The Portable Devices Policy http://sharepoint/policies/Office%20Documents/Portable%20Devices%20Policy%20v3.0.pdf).

19.4	 It is prohibited to lend, sell or hire any photographic image/video to external bodies without permission of the Trust, as is a breach of copyright. In this respect, all staff are reminded that breach of copyright materials is punishable by law.

19.5	 Note that passing of material to colleagues for internal use is permitted (e.g. for use in seminars, presentations and the Trust Intranet) They may also be used for external use, providing the files are either sent in encrypted format or via an NHS.Net email account. In either instance, the correct level of consent must be obtained and the Patient images must have all patient information removed.   However, If the patient images need to be identifiable (e.g., as a specific patient case study, or treatment pathway), then the said images must only be referred to by PID number.

19.6	 Misuse of a photographic image/video may be considered a breach of confidentiality. ref: Trust Intranet site:”Confidentiality Policy”. It is important to remember that simply being in possession of material that has been reproduced without consent is against Trust Policy. http://sharepoint/policies/Office%20Documents/Confidentiality%20Policy%20V6.0.doc

19.7	If you are going to use an image or video from the internet, for any purpose, please ensure it has the correct licence and is available for use. 

19.8	 Failure to comply with current UK legislation with regard to data protection is an offence and is punishable by law.

20	Social Media

Under no circumstances should clinical photographs or videos be posted onto social network sites, as Confidentiality is a person’s legal right, and you are therefore reminded that breach of confidentiality may well amount to serious professional misconduct with inevitable disciplinary consequences for the offender and possible substantial financial damages to the Trust.

Please see: Policy and Procedure for Social Media and Online Participation; http://sharepoint/policies/Office%20Documents/Policy%20and%20procedure%20for%20Social%20Media%20and%20online%20participation.DOC 

21	Procedure for requests from external bodies

Requests for patient images from external bodies should be made to:
[bookmark: _Toc77405391] 
1. Medical Records - for copies of patient Photographs - Lincoln House, Heartlands Hospital on 0121 (42) 40298 

1. [bookmark: _Toc255379062]Any other external requests including The Police & Social Services please contact: Information Governance, Devon House, Heartlands Hospital.  Please contact 0121 (42) 42549

22	Responsibilities 

Accountable Director: Director of Corporate Affairs
Accountable Head: Head of Medical Illustration

[bookmark: _Toc255379063]22.1 	Individual Responsibilities

[bookmark: _Toc255379064]Chief Executive
The Chief Executive has delegated responsibility to the Director of Corporate Affairs for implementation and review of this Policy and Procedure.

Caldicott Guardian
The Caldicott Guardian has responsibility for ensuring the appropriate disclosure of patient information and if required can become involved with decisions to disclose or withhold information.
Director of Corporate Affairs 
Is responsible for ensuring that this policy is reviewed every 3 years, or sooner if there are any material changes.  

[bookmark: _Toc255379066]Individual Staff Responsibilities

All staff have a responsibility to ensure that they are aware of, and comply with this Policy.  Any incidents relating to breaches in confidentiality must be reported to the Information Governance Manager along with a completed IR1.  
 
It is the responsibility of the directorate to ensure that this policy is provided in large print if requested. 

[bookmark: _Toc255379067]All staff includes permanent, temporary volunteer staff and contractors, as well as other NHS staff provided with access to Heart of England databases.




22.2	Board and Committee Responsibilities 

Trust Information Governance Manager
[bookmark: _Toc255379069]The Information Governance Manager has day to day responsibility for the management of information governance issues relating to confidentiality.  The Trust Information Governance Manager will liaise with Medical Illustration and other personnel where appropriate.

22.3	Operational Committees 

Trust Board
The Trust Board has overall responsibility for ensuring that the Trust has appropriate arrangements in place to enable the organisation to deliver its objectives and statutory requirements in relation to this policy.  

Governance and Risk Committee
Through the Information Governance Committee the Governance and Risk Committee will be responsible for monitoring progress with the implementation and delivery of this Policy. 

Information Governance Committee
The Information Governance Committee is responsible for ensuring the development, review and implementation of this and supporting Policies. The Committee will:
· review and monitor activity to deliver this Policy;
· advise on issues which may prevent implementation or compliance;
· review incidents which breach this Policy;
[bookmark: _Toc255379071]As appropriate, it will advise the Governance and Risk Committee of issues of concern in relation to this policy.

23.	Monitoring and Compliance 

Compliance with this policy will be monitored by the Information Governance Committee through the reporting of breaches of confidentiality.













24.	 References 

· Data Protection Act - 1998 c. 29 Part IV Section 36
· MHRA (Medicines and Healthcare Products Regulatory Agency) - Mobile communications interference – 2004: http://www.mhra.gov.uk/Safetyinformation/Generalsafetyinformationandadvice/Technicalinformation/Mobilecommunicationsinterference/index.htm 
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HEFT Policy References:
· Retention, Disposal and Destruction of Records Policy V4.0 
http://sharepoint/policies/Office%20Documents/Retention,%20Disposal%20and%20Destruction%20of%20Records%20policy%20V4.0.doc 
· Confidentiality Policy and Procedure `V6.0 http://sharepoint/policies/Office%20Documents/Confidentiality%20Policy%20V6.0.doc 
· Interpreting and Translation Services Operational Policy 
Version 3.0
http://sharepoint/policies/Office%20Documents/Interpreting%20and%20Translation%20Services%20Operational%20Policy%20v3.0.pdf 
· Policy for Consent to Examination or Treatment V5.0 Jan 2011
http://sharepoint/policies/Office%20Documents/Consent%20to%20Examination%20or%20Treatment%20Policy%20v5.0.doc
· Policy and Procedure for Social Media and Online Participation Policy 
for Consent to Examination or Treatment V5.0 
http://sharepoint/policies/Office%20Documents/Consent%20to%20Examination%20or%20Treatment%20Policy%20v5.0.doc


25. Appendices and Attachments

Appendix 1: Flowchart - Advice for Staff Being Recorded/Photographed by a Patient or a Member of the Public without consent.
Attachment 1: Request for clinical Consent for Photography / Video (2 sided document)
Attachment 2: Consent form 4 - (4 sided document)
Attachment 3: Non Clinical Consent form for Photography and Video (2 sided document)
Attachment 4: Consultation and Ratification Checklist
Attachment 5: Equality and Diversity - Policy Screening Checklist (3 sided document)
Attachment 6: Equality Action Plan/Report (1 sided document) 
Attachment 7: Launch and Implementation Plan (1 sided document)









Appendix 1: Flowchart - Advice for Staff Being Recorded/Photographed by a Patient or a Member of the Public without consent. 



Attachment 1- Request for clinical Consent for Photography / Video (2 sided document)
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Attachment 2 – Consent form 4 (Lack of Capacity form) - (4 sided document)[image: ]
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Attachment 3 - Non Clinical Consent form for Photography and Video (2 sided document) 
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Attachment 4: Consultation and Ratification Checklist
	
	Title
	Photographic, Video and Mobile Device Consent and Confidentiality Policy




	
	Ratification checklist
	Details

	1
	Is this a: Policy

	2
	Is this:    Revised           

	3
	Format matches Policies and Procedures Template (Organisation-wide) 

	Y

	4
	Consultation with range of internal /external groups/ individuals 

	Y

	5
	Equality Impact Assessment completed 

	Y

	6
	Are there any governance or risk implications? (e.g. patient safety, clinical effectiveness, compliance with or deviation from National guidance or legislation etc)
	Y

	7
	Are there any operational implications?

	N

	8
	Are there any educational or training implications?

	N

	9
	Are there any clinical implications?

	N

	10
	Are there any nursing implications?

	N

	11
	Does the document have financial implications?

	Y – signage to be put up across all trust sites

	12
	Does the document have HR implications?

	N

	13
	Is there a launch/communication/implementation plan within the document?

	Y

	14
	Is there a monitoring plan within the document?

	Y

	15
	Does the document have a review date in line with the Policies and Procedures Framework?
	Y

	16
	Is there a named Director responsible for review of the document?

	Y

	17
	Is there a named committee with clearly stated responsibility for approval monitoring and review of the document?
	Y



	Document Author / Sponsor
	Ratified by (Chair of Committee or Executive Lead)

	Signed (Kevin Sanders/Hannah Causer)
[image: C:\Documents and Settings\causerh\Desktop\Policy\Kevin signature.jpg]
[image: C:\Documents and Settings\causerh\Desktop\Policy\Hannah signature.jpg]
	Signed   


	Title: Medical Photographers
	Title 

	Date 19.06.2013
	Date 



Attachment 5: Equality and Diversity - Policy Screening Checklist (3 sided document)

	Policy/Service Title: Photographic, Video and Mobile Device Consent and Confidentiality Policy
	Directorate: Corporate Affairs

	Name of person/s auditing/developing/authoring a policy/service: Kevin Sanders / Hannah Causer

	Aims/Objectives of policy/service: To provide a clear statement of direction to support commitment to Photographic & Video Recording Consent and Confidentiality.


	Policy Content: 
· For each of the following check the policy/service is sensitive to people of different age, ethnicity, gender, disability, religion or belief, and sexual orientation? 
· The checklists below will help you to see any strengths and/or highlight improvements required to ensure that the policy/service is compliant with equality legislation.

	1. Check for DIRECT discrimination against any group of SERVICE USERS:

	Question: Does your policy/service contain any statements/functions which may exclude people from using the services who otherwise meet the criteria under the grounds of:
	Response
	Action required
	Resource
implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	1.1
	Age?
	
	N
	
	N
	
	N

	1.2
	Gender re-assignment?
	
	N
	
	N
	
	N

	1.3
	Disability?
	
	N
	
	N
	
	N

	1.4
	Race or Ethnicity?
	
	N
	
	N
	
	N

	1.5
	Religion or belief (including lack of belief)?
	
	N
	
	N
	
	N

	1.6
	Sex?
	
	N
	
	N
	
	N

	1.7
	Sexual Orientation?
	
	N
	
	N
	
	N

	1.8
	Marriage & Civil partnership?
	
	N
	
	N
	
	N

	1.9
	Pregnancy & Maternity?
	
	N
	
	N
	
	N

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.


	2. Check for INDIRECT discrimination against any group of SERVICE USERS:

	Question: Does your policy/service contain any statements/functions which may exclude people from using the services under the grounds of:
	Response
	Action required
	Resource
implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	2.1
	Age?
	
	N
	
	N
	
	N

	2.2
	Gender re-assignment?
	
	N
	
	N
	
	N

	2.3
	Disability?
	
	N
	
	N
	
	N

	2.4
	Race or Ethnicity?
	
	N
	
	N
	
	N

	2.5
	Religion or belief (including lack of belief)?
	
	N
	
	N
	
	N

	2.6
	Sex?
	
	N
	
	N
	
	N

	2.7
	Sexual Orientation?
	
	N
	
	N
	
	N

	2.8
	Marriage & Civil partnership?
	
	N
	
	N
	
	N

	2.9
	Pregnancy & Maternity?
	
	N
	
	N
	
	N

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	TOTAL NUMBER OF ITEMS ANSWERED ‘YES’ INDICATING DIRECT DISCRIMINATION = 0

	3. Check for DIRECT discrimination against any group relating to EMPLOYEES:

	Question: Does your policy/service contain any statements which may exclude employees from implementing the service/policy under the grounds of:
	Response
	Action required
	Resource
implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	3.1
	Age?
	
	N
	
	N
	
	N

	3.2
	Gender  re-assignment?
	
	N
	
	N
	
	N

	3.3
	Disability?
	
	N
	
	N
	
	N

	3.4
	Race or Ethnicity?
	
	N
	
	N
	
	N

	3.5
	Religion or belief (including lack of belief)?
	
	N
	
	N
	
	N

	3.6
	Sex?
	
	N
	
	N
	
	N

	3.7
	Sexual Orientation?
	
	N
	
	N
	
	N

	3.8
	Marriage & Civil partnership?
	
	N
	
	N
	
	N

	3.9
	Pregnancy & Maternity?
	
	N
	
	N
	
	N

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	4. Check for INDIRECT discrimination against any group relating to EMPLOYEES:

	Question: Does your policy/service contain any conditions or requirements which are applied equally to everyone, but disadvantage particular persons’ because they cannot comply due to:
	Response
	Action required
	Resource
implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	4.1
	Age?
	
	N
	
	N
	
	N

	4.2
	Gender  re-assignment?
	
	N
	
	N
	
	N

	4.3
	Disability?
	
	N
	
	N
	
	N

	4.4
	Race or Ethnicity?
	
	N
	
	N
	
	N

	4.5
	Religion or belief (including lack of belief)?
	
	N
	
	N
	
	N

	4.6
	Sex?
	
	N
	
	N
	
	N

	4.7
	Sexual Orientation?
	
	N
	
	N
	
	N

	4.8
	Marriage & Civil partnership?
	
	N
	
	N
	
	N

	4.9
	Pregnancy & Maternity?
	
	N
	
	N
	
	N

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	TOTAL NUMBER OF ITEMS ANSWERED ‘YES’ INDICATING INDIRECT DISCRIMINATION = 0








Signatures of authors / auditors:					Date of signing: 
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Attachment 6: Equality Action Plan/Report (1 sided document)

	Directorate:Corporate Affairs



	Service/Policy: Photographic, Video and Mobile Device Consent and Confidentiality Policy



	Responsible Manager: Glenn Mannion



	Name of Person Developing the Action Plan: Kevin Sanders/Hannah Causer



	Consultation Group(s): Information Governance Committee



	Review Date:July 2015



The above service/policy has been reviewed and the following actions identified and prioritised.  
All identified actions must be completed by:  _________________________________________
	Action:
	Lead:
	Timescale:

	Rewriting policies or procedures
	

	

	Stopping or introducing a new policy or service

	
	

	Improve /increased consultation

	
	

	A different approach to how that service is 
managed or delivered
	
	

	Increase in partnership working

	
	

	Monitoring
	

	

	Training/Awareness Raising/Learning
	

	

	Positive action

	
	

	Reviewing supplier profiles/procurement
arrangements
	
	

	A rethink as to how things are publicised

	
	

	Review date of policy/service and EIA:  this 
information will form part of the Governance
Performance Reviews
	
	

	If risk identified, add to risk register.  Complete an 
Incident Form where appropriate.
	
	



When completed please return this action plan to the Trust Equality and Diversity Lead; Pamela Chandler or Jane Turvey.  The plan will form part of the quarterly Governance Performance Reviews.

	Signed by Responsible Manager:
	[image: C:\Documents and Settings\causerh\Desktop\Policy\glenn signature.jpg]

	Date:
	
19.06.2013



Attachment 7: Launch and Implementation Plan (1 sided document)

To be completed and attached to any document which guides practice when submitted to the appropriate committee for consideration and approval.

	Action
	Who
	When
	How

	Identify key users / policy writers
	Hannah Causer/Kevin Sanders
	Prior to Ratification
	Speak with governance and identify key people

	Present Policy to key user groups
	Hannah Causer/Kevin Sanders
	Prior to Ratification
	Email to relevant key users for core review prior to ratification

	Add to Policies and Procedures intranet page / document management system.
	Hannah Causer/Kevin Sanders
	ASAP after ratification
	Communications?

	Offer awareness training / incorporate within existing training programmes
	Education Centre staff
	ASAP after ratification
	Speak with Dave Twist regarding incorporation into slides for Induction for new users/clinical staff members to the trust including doctors

	Circulation of document(electronic)
	Communications
	ASAP after ratification
	Communications Bulletin – send out to everyone over a period of a few weeks, once a week. Put something into Heartbeat Magazine.

	Implementation of Signage across all sites -(it is prohibited to use your mobile devices to take photographs, videos or sound clips on trust premises)
	Hannah Causer 
	ASAP 
	Hannah Causer to get all signage designed by Medical Illustration and printed. Estates to put them up. Lisa Thomson is aware of this and Hannah Causer is currently looking into quotes.

	Implementation of Text to all outgoing patient clinical Appointment letters, to state - it is prohibited to use your mobile devices to take photographs, videos or sound clips on trust premises
	Hannah Causer 
	ASAP 
	Hannah Causer to get text and approval from lisa Thomson/ Philip Chambers
Helen Evans and Eileen Preece to organise the text onto the letter templates.
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Medical staff requesting clinical 

photographs/video of patients 

MUST complete a Clinical 

Photography request form detailing 

the required images. 

(Attachment 1) 

http://intranet_1/mi//consent_files

/clinicalnew.pdf

The requester MUST advise the 

patient that photographs/video will 

be required of their condition. Please 

give a full explanation of the intended 

use of the images, and who will be 

likely to see them.

The patient can then make an 

informed decision whether to sign 

one of 3 levels of consent on the 

reverse side of the Request for 

Clinical Photography form. 

(Reverse of Attachment 1)

Where a patient is unable to give 

consent due to incapacity, and the 

recordings are deemed in the 

patients best interests, consent can 

be agreed between the clinician and 

those close to the patient.

see section 10.5 and 11

Where Non Accidental  Injury Images 

(N.A.I) are required, consent may not 

be necessary –see best interests 

section 11

Alternately, consent can be obtained 

retrospectively. (See section 10.13) In 

this instance, the images can only be 

used once the consent has been 

obtained.

Medical staff can then contact 

Medical Illustrationto book a 

photographer/videographer. 

Monday –Friday 9am -5pm

0121 (42) 43435 

Both Male and Female photographers 

are usually available, if required.  

Please ask when booking 

photography. 

On arrival at the ward, clinic, or our 

photographic studio (based at 

Heartlands), the 

photographer/videographer will 

confirm that INFORMED CONSENT 

has been obtained and that the 

patient is still happy for the 

photography/video to commence. 

A suitable location will be used to 

protect the patients dignity and 

where appropriate, a chaperone will 

be used.

Once the images have been 

processed, they can be viewed on the 

iCareVortal–usually within 24 

hours of capture, (this does not 

include weekends or bank holidays)

iCare-under Services –CLINICAL 

IMAGE LIBRARY. 

(Access is required).

Please ensure that when viewing  

images,  computers are located in 

such a way that the images displayed 

on screen cannot be seen by passers-

by.

The images can be printed out by 

Medical Illustration (on request only) 

and used for the patients notes. 

Please bear in mind that the Trust is 

hoping to become  paperless. The 

Medical Records scanning project is 

destroying any Photographic prints 

that may be in the notes –The digital 

files are available to view via iCare.

Requests for patient images from 

external bodiesshould be made to:

Medical Records –(for copies of 

patient Photographs)-0121 4240298.

Any other external requests 

including The Police & Social Services

please contact: Information 

Governance, 0121 424 2549

Wherever possible, clinical recordings 

must be undertaken by a Medical 

Photographer/videographer from the 

Medical Illustration Department. 

Clinical recordings undertaken by 

other members of staff should be 

made available to the Medical 

Illustration Department along with 

the completed consent form for 

upload to our secure database.

On NO occasion should a staff 

member use a mobile phone to take, 

send or receive clinical 

images/videos.

Under NO circumstance should a 

staff member store clinical 

images/videos on personal 

computers, mobile phones or any 

other removal storage device.  See 

section  19

Flow Chart –Process for Staff Requesting Clinical Photographs/video.


Microsoft_Office_PowerPoint_Presentation1.pptx
Flow Chart – Process for Staff Requesting Clinical Photographs/video.







Medical staff requesting clinical photographs/video of patients MUST complete a Clinical Photography request form detailing the required images. 

(Attachment 1) http://intranet_1/mi//consent_files/clinicalnew.pdf 





The requester MUST advise the patient that photographs/video will be required of their condition. Please give a full explanation of the intended use of the images, and who will be likely to see them.





The patient can then make an informed decision whether to sign one of 3 levels of consent on the reverse side of the Request for Clinical Photography form. 

(Reverse of Attachment 1)







Where a patient is unable to give consent due to incapacity, and the recordings are deemed in the patients best interests, consent can be agreed between the clinician and those close to the patient.

   see section 10.5 and 11

Where Non Accidental  Injury Images (N.A.I) are required, consent may not be necessary – see best interests section 11







Alternately, consent can be obtained retrospectively. (See section 10.13) In this instance, the images can only be used once the consent has been obtained.





Medical staff can then contact Medical Illustration to book a photographer/videographer. 

Monday –Friday 9am -5pm

 0121 (42) 43435 

Both Male and Female photographers are usually available, if required.  Please ask when booking photography. 





On arrival at the ward, clinic, or our photographic studio (based at Heartlands), the photographer/videographer will confirm that INFORMED CONSENT has been obtained and that the patient is still happy for the photography/video to commence. 

A suitable location will be used to protect the patients dignity and where appropriate, a chaperone will be used.







Once the images have been processed, they can be viewed on the iCare Vortal – usually within 24 hours of capture, (this does not include weekends or bank holidays)

iCare -under Services – CLINICAL IMAGE LIBRARY. 

(Access is required).

 Please ensure that when viewing  images,  computers are located in such a way that the images displayed on screen cannot be seen by passers-by.







The images can be printed out by Medical Illustration (on request only) and used for the patients notes. 

Please bear in mind that the Trust is hoping to become  paperless. The Medical Records scanning project is destroying any Photographic prints that may be in the notes – The digital files are available to view via iCare.







Requests for patient images from external bodies should be made to:

 Medical Records – (for copies of patient Photographs) -0121 4240298.

Any other external requests including The Police & Social Services please contact: Information Governance, 0121 424 2549





Wherever possible, clinical recordings must be undertaken by a Medical Photographer/videographer from the Medical Illustration Department. 

Clinical recordings undertaken by other members of staff should be made available to the Medical Illustration Department along with the completed consent form for upload to our secure database.





On NO occasion should a staff member use a mobile phone to take, send or receive clinical images/videos.

Under NO circumstance should a staff member store clinical images/videos on personal computers, mobile phones or any other removal storage device.  See section  19
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Using mobile phones in NHS hospitals

1.

11

1.2

1.3

1.4

1.5

Introduction

Whenever anyone is in hospital, or receiving social or health care, communication with
family and friends becomes an essential element of support and comfort.
Communication is much easier today with the widespread use of mobile phones and
their integrated functionality such as texting and e-mailing.

The Department wishes to reflect the rapidly developing principles of patient choice in
the matter of mobile phone usage. It therefore considers that the working presumption
should be that patients will be allowed the widest possible use of mobile phones in
hospitals, including on wards, where the local risk assessment indicates that such use
would not represent a threat to:

e patients’ own safety or that of others,
e the operation of electrically sensitive medical devices in critical care situations,

e the levels of privacy and dignity that must be the hallmark of all NHS care.

This guidance provides a reference for NHS trusts when conducting their local risk
assessment and formulating their own mobile phone usage policy. If an NHS trust’s
decision is to allow mobile phone usage, it should monitor patient safety incidents as
part of its policy implementation.

This guidance is relevant and applicable to all NHS trusts and is being copied to NHS
Foundation Trusts for information.

Pointing out the issues relating to mobile phone usage should help everyone
understand the importance of ensuring that patients in NHS hospital settings remain
safe, that they are treated with dignity, and enjoy privacy and comfort during their stay.





Using mobile phones in NHS hospitals

2.

2.1

2.2

2.3

2.4

3.

Background

To date, many NHS trusts have enforced a hospital-wide ban on the use of mobile
phones. This was based on the risks associated with the interference of medical
equipment, which are well documented. The Medicines and Healthcare products
Regulatory Agency (MHRA) does not advise that NHS trusts should operate a hospital-
wide ban but has said that in certain circumstances the electromagnetic interference
from mobile phones can interfere with some devices, particularly if used within 2 metres
of such devices. It has issued a number of reference documents relating to this;

DB 1999(02) Emergency service radios and mobile data terminals: compatibility
problems with medical devices. This document covers the impact of radio
communications on the safe use of medical devices.

DB 9702 Electromagnetic Compatibility of Medical Devices with Mobile
Communications. This device bulletin includes the findings of a study conducted into the
effects of mobile communications.

Safety Notice 2001(06) - Update on Electromagnetic Compatibility of Medical Devices

with Mobile Communications: TETRA (Terrestrial Trunked Radio Systems) and Outside
media broadcasts from hospital premises.

Legal Considerations

Patient Privacy and Dignity

3.1

3.2

3.3

3.4

There is a legal duty to respect a patient's private life. The Human Rights Act 1998
(HRA) enshrines the right to respect for private and family life set out in Article 8 of the
European Convention on Human Rights (Convention) which states:

(i) Everyone has the right to respect for his private and family life, his home and his
correspondence,

(i There shall be no interference by a public authority with the exercise of this right
except such as is in accordance with the law and is necessary in a democratic
society in the interests of national security, public safety or the economic well-being
of the country, for the prevention of disorder or crime, for the protection of health or
morals, or for the protection of the rights and freedoms of others.

The European Court of Human Rights has held that there may be positive obligations
inherent in effective respect for private life.

The HRA makes it unlawful for public authorities (including NHS trusts and NHS
Foundation Trusts) to act in a way which is incompatible with the Convention.

The European Commission has found that the collection of medical data and the
maintenance of medical records fall within the sphere of private life protected by Article
8 of the Convention. This would, therefore, apply to personal medical information
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3.5

3.6

3.7

including information which identifies a patient such as a photograph. The European
Court has recognised that respecting medical confidentiality is a 'vital principle’ crucial to
privacy and to confidence in the medical profession and in health services in general.

Permitting the use of mobile phones with cameras in certain areas of hospitals such as
private areas (for example, bathrooms, toilets, secluded areas) may not sufficiently
ensure medical confidentiality or indeed protect each patient's right to respect for his/her
private life.

Therefore, in order to protect fully these rights, each NHS trust should consider the need
to take the positive action of putting in place a policy which states that the use of
cameras and mobile phones with cameras are not permitted in certain areas of the
hospital, such as those mentioned above.

Equally, the notion of private life under Article 8 of the Convention encompasses the
right of a patient to establish and develop relationships with other human beings and the
outside world. Thus, NHS trusts should consider their duty to protect patients’ rights to
communicate with the outside world whilst in hospital, including access to alternative
forms of communication where the use of mobile phones is not to be allowed in certain
areas, when formulating their mobile phone policies.

Patient Confidentiality

3.8

3.9

3.10

The Information Commissioner’s Office states that all public and private organisations
are legally obliged to protect any personal information they hold. In relation to this, any
individual who takes a photograph of another individual using the camera on their
mobile phone, subject to exceptions such as for limited household purposes, will be
processing personal data and must comply with the Data Protection Act 1998 (DPA) in
relation to the circumstances in which the photograph is taken and the use of that
photograph.

The use of camera phones and other photographic devices can result in the creation of
sensitive personal data such as the racial or ethnic origin of the individual or information
about an individual’s mental or physical health. Therefore, NHS trusts should consider
how they will effectively monitor the use of mobile phones with cameras.

Where a photograph contains sensitive personal data, it will generally be necessary for
the individual being photographed to give their explicit consent to the photograph being
taken and they should also be notified of all of the purposes for which the photograph
will be used.

Child Protection

3.11

The Children Act 2004 places a duty on each NHS trust and NHS Foundation Trust
(along with certain other public bodies) to make arrangements for ensuring that :—

(a) their functions are discharged having regard to the need to safeguard and promote
the welfare of children; and
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3.12

(b) any services provided by another person pursuant to arrangements made by the
person or body in the discharge of their functions are provided having regard to that
need.

As NHS trusts should safeguard and promote the welfare of children, they should take
into account that mobile camera phones are a potential risk in that inappropriate
photographs could be taken either of them, or of confidential information pertaining to
them, within a hospital and could be disseminated further.

Nuisance

3.13

3.14

3.15

3.16

3.17

Section 119 of the Criminal Justice and Immigration Act 2008 creates a new offence of
causing nuisance or disturbance on NHS premises. A person may commit an offence if
he or she causes, without reasonable excuse and whilst on NHS hospital premises, a
nuisance or disturbance against an NHS staff member and refuses to leave when asked
to do so by a police constable or NHS staff member.

A person who is on the premises for the purpose of seeking medical advice, treatment
or care for himself or herself will not fall within this offence. However, once the advice,

treatment or care has been received, or in the event that the person has been refused

advice, treatment or care during the previous 8 hours, that person will become liable to
commit this offence.

Persons who are not seeking medical advice, treatment or care could commit the
offence if they, for example, use a mobile phone in such a way as to cause a nuisance
or disturbance to an NHS staff member and where they fulfil the other elements of the
offence.

A person who commits the offence would be capable of being removed from the
premises by an NHS staff member authorised to exercise the powers of removal, or by a
police constable (subject to certain safeguards set out in the Criminal Justice and
Immigration Act 2008 about the exercise of these powers).

NHS trusts should be aware of the plans to create this offence and the attendant power
of removal in section 120, but should not place any reliance on the above as a complete
statement of the law. Instead, NHS trusts will need to consider the relevant sections of
the Criminal Justice and Immigration Act 2008 (sections 119 to 121).

Unapproved devices, with resultant health and safety
risks

3.18

Mobile and camera phones need to be charged via the mains power supply.
Consequently, there is a risk that an essential medical device may be inadvertently
unplugged in order to charge a mobile device. In addition, patients' chargers are not
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electrically Portable Appliance Tested (PAT), and this may contravene hospital policy
and health and safety regulations.

3.19 NHS trusts should take this issue into account when devising their mobile phone
policies.

Appendix A refers to a variety of information already published. It is essential that NHS
trusts familiarise themselves with this information prior to formulating an effective
mobile phone usage policy. The list is by no means exhaustive.

4. Conclusion

4.1  The working presumption should be that patients will be allowed the widest possible use
of mobile phones in hospitals, including on wards, where the local risk assessment
indicates that such use would not represent a threat to patients’ own safety or that of
others, the operation of electrically sensitive medical devices in critical care situations
and the levels of privacy and dignity that must be the hallmark of all NHS care.

4.2  NHS trusts should familiarise themselves with the risks and issues when preparing their
mobile phone usage policy, not least patient privacy and dignity, patient safety and the
potential for interference with medical equipment.

4.3  NHS trusts should have a written policy regarding the use of mobile and camera
phones, cameras and video recording devices. It should be easily accessible to staff,
patients and visitors and have the patient at the forefront of any such policy. All staff
should be aware of the policy, and its reasons. The policy should be reviewed
periodically.

4.4  All areas should be clearly marked with appropriate signage to leave patients, staff and
visitors in no doubt where mobile phones can or cannot be used.
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Appendix A
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Appendix B
Reported Incidents

Reported to the MHRA

Since 2001 the MHRA has had 4 proven cases of mobile phones interfering with medical
devices. They are;

One of increased filtration on a dialysis unit- serious but was noticed and acted on
and three of infusion pumps being stopped /speeding up/ triggering alarms.

There were another 8 cases where the fault could neither be proved nor disproved as being
due to interference from a mobile phone.

If medication being delivered via a medical device is stopped unexpectedly, the seriousness of
the incident depends on the type of medication being infused.

Reported to the National Patient Safety Agency
(NPSA)

Six incidents have been identified (from the period 1 January 2005 to 16 January 2008) which
indicate malfunctioning of equipment associated with the presence of mobile phones. In all of
the incidents the impact of the equipment malfunction was identified before the patient was
harmed.

1. The patient’s pump read the volume to be infused as 175mls, but the bag had approx
600mls remaining. The patient had a mobile phone switched on despite being warned
about it affecting pumps. The pump was reset and a new spectral edge frequency infusion
check chart was started to monitor the pump. The patient switched the phone off. The
pump had sodium bicarbonate in n/saline running at 210mls over 5hrs. The pump
continued to run behind so it was replaced and sent to medical devices. The ward manager
was informed.

2. The dialysis equipment appeared to have reset to the default programme. The patient
gained 0.3 Kg of fluid over dialysis. The patient next to the patient receiving the dialysis had
a mobile phone on.

3. The patient was on single needle dialysis. The arterial pump speed changed twice on the
machine without any intervention. A patient nearby had their mobile phone on. The phone
was switched off and the mobile dialysis machine maintained a constant pump speed.
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4. The patient’s Patient Controlled Analgesia pump started alarming. On inspection, the pump
read bolus dose 100 mcg, lockout period: 1 min concentration 1 mg in 1 ml. The actual
prescription was 2.5 mg bolus, 20 min lockout period concentration 10 mg in 1 ml.

The pump was correctly set up and the correct prescription was programmed. The patient
went out to make a phone call and on return to the ward the patient informed the nurse that
the pump was alarming. The prescription was changed but it did not infuse. The pump was
reprogrammed immediately by the night staff. The nurse was asked to send the pump to
medical electronics to have the memory searched and the pump checked. Medical
electronics phoned the sister on the ward and mentioned that the problem with the pump
alarming was caused by a mobile phone. The patient was O.K and suffered no adverse
effects. The patient rarely used the PCA pump and the problem was discovered quickly and
rectified. The nurse was advised that if such an incident occurred again the pump should be
changed and sent to medical electronics.

5. Chemotherapy infusion was in progress, going through a volumed infuser. Chemotherapy
infusion rate was followed as per the regime. The first two half-hourly cycles infused with no
adverse events. The patient called staff as the half hour cycle No.3 completed after 10
minutes as opposed to half an hour (cycle 83 mis ). The infusion stopped, a doctor was
informed and observations were stable. Infusion recommenced 20 minutes later. Volumed
removed and retained for inspection. There was a query as to whether there was faulty
equipment. The rate of infusion was checked by two nurses and was correct at the time of
infusion. The patient was asked if he had a mobile phone. The response was affirmative
and the phone was switched on during infusion. The patient was asked to turn the mobile
phone off. The consultant, matron, on call manager and pharmacist were informed.

6. A corneal pachymeter was being used for routine corneal thickness measurement. It would
not advance to the next auto reading. When switched off and on again it displayed “probe
fault “. When a buzzing sound was heard, it was noticed that a mobile phone (set to vibrate
) was sitting immediately next to the pachymeter .

These statements are unedited excerpts from incident reports received by the National Patient
Safety Agency

10
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NHS Staff have an expectation and a right to the same Privacy and Confidentiality Principles as patients, when they are within Trust Premises.





Therefore pictures and images/voice recordings should not be taken without the consent of the individuals involved. 





Whilst it is obvious that anyone would not expect to be filmed or photographed within ward areas, it is not uncommon for mobile devices to be used by patients and visitors in other areas, such as A&E. 





Therefore, if you suspect you are being filmed, photographed or conversations are being recorded without consent, then you may request that the person with the device stops immediately.  





It should then be requested that any such images, videos or voice recordings should be erased from the device, whilst in the presence of staff. 





If the person in possession of the device refuses to delete the images, video or voice recording, then support should be sought from the Trust security team.





Do NOT Put yourself in any danger and under no circumstances should staff attempt to remove the mobile device from the person who has been recording.    







An IR1 must be completed 

for all Recording Incidents - http://intranet_1/governance/DIF1_coverpage/dif1_coverpage.htm 





Security Contacts: 

BHH – 42999

GH – 47999

SOL – 45999
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Photography . Design . Multimedia . Reprographics
Tel: 0121 42 41220 or 0121 42 43435

Request for Clinical Photography / Video

=T HEART of
NHS| {1 ENGLAND

NHS Foundation Trust

Job Number |

Patient Order box

Date:

Name of Requestor (Please Print)

Patients Surname:

Signature of Requestor

Patients Forename:

Department

Consultant [ ]
Other, please Specify

Tel ext.

Hospital Number:

Name of Consultant (Please Print)

DOB:

(see overleaf).

Please ensure that the purpose of these Clinical photographs
has been eplained to the patient, parent or person with paren-
tal responsibility and their signed consent has been obtained

DIagnOSIS ...

(Please Print)

Confirmed E

Unconfirmed E

Particular features to be recorded:

|:| Prints required (please )

@ |

once images are processed, they can be accessed via the iCare vortal under SERVICES — CLINICAL IMAGE LIBRARY

TRAVEL

MILEAGE
PHOTOGRAPHY
UPLOAD/EDIT
ORGANISATION/WAITING

Comments

Signature from requested area:

Please Print:

Photographer

Date of Photography

The copyright of all images belongs to The Heart of England Foundation Trust

DEPARTMENTAL USE

Number of Images .............................

Date Photographs Issued  ....................
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|||ustrati0n ‘ NHS Foundation Trust
Photography . Design . Multimedia . Reprographics

Tel: 0121 42 41220 or 012142 43435

¢ Clinical photographs and video play a key role in the education of clinical staff at all levels, and thus
benefit future patients. The standard consent requested by this trust is therefore type B: ‘Restricted Educational
Use'.

¢ |f you do not fully understand any of the options below, please ask.

¢ If, in the future, you wish to withdraw this consent, you have the right to do so at any time by writing to the
trust.

* Your choice of consent level will not affect your treatment within this trust in any way.

Please sign to indicate your consent for one or more of the following:

C: Confidential Record Only
| understand that the images requested here, to which | have agreed, will form part of my / my
dependant’s confidential treatment records.

Signature.......ccoooiiiii Date....c.ocveiiiiii

B: Restricted Educational Use (Teaching Purposes)
| understand that the images requested here, will form part of my / my dependant’s confidential
treatment records and may also be used for the purposes of clinical teaching and research. In
view of the explanation given to me, | agree that the images may be shown to appropriate
clinical staff, and students. This may include placing the images on a restricted access website
accessible only by medical staff and students.

Signature.......ccoooiiiii Date....c.ocveiiiiii

A: Open Publication
In addition to both of the above (types B,C) | understand the images requested here are also
required for publication in a journal, textbook, as part of a display / information leaflet or on an
open access website, which may be seen by members of the general public as well as clinical
professionals. It may not be possible for me subsequently to withdraw this consent.

Signature.......ccoooiiiii Date....c.ccveiiiiii

Please note - specialists from other hospitals may also view your images for diagnostic and treatment purposes.

Where Patient is Unable to Give Consent:
Consent QIVEN DY
Relationship 0 patient .. ... .

Note to Staff: Photographs must not be used for any other purpose other than that for which the original consent
was granted. Unless further consent is obtained.

DEPARTMENTAL USE

If N.A.l. or Medico Legal Photography:
Other people present in room | Job Title | Contact Number

Please note:

NAI NEG NO’S
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NHS Foundation Trust

HEART of
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Photography . Design . Multimedia . Reprographics

Informed Patient Consent for Clinical Photography and Video Recording

* Clinical photographs and video play a key role in the education of clinical staff at all levels, and thus
benefit future patients. The standard consent requested by this trust is therefore type B: ‘Restricted Educational
Use".

* If you do not fully understand any of the options below, please ask.

* If, in the future, you wish to withdraw this consent, you have the right to do so at any time by writing to the
trust.

* Your choice of consent level will not affect your treatment within this trust in any way.

Please sign to indicate your consent for one or more of the following:

C Confidential Record Only
I understand that the images requested here, to which | have agreed, will form part of my / my
dependant’s confidential treatment records.

Signature.........ccueveeeiiiiinieee e (DT (- N

B: Restricted Educational Use (Teaching Purposes)
I understand that the images requested here, will form part of my / my dependant’s confidential
treatment records and may also be used for the purposes of clinical teaching and research. In
view of the explanation given to me, | agree that the images may be shown to appropriate
clinical staff, and students. This may include placing the images on a restricted access website
accessible only by medical staff and students.

Signature.........cceeeeeiiiiiinieee e Date.....ccoeeieeiiiiiieie e

A: Open Publication
In addition to both of the above (types B,C) | understand the images requested here are also
required for publication in a journal, textbook, as part of a display / information leaflet or on an
open access website, which may be seen by members of the general public as well as clinical
professionals. It may not be possible for me subsequently to withdraw this consent.

Signature........ccoeeveereieeniieeeeeeee | Date.....ccoeviieiiieee

Where Patient is Unable to Give Consent:
Consent gIVeN B! sveuvsesimsm s v s S e e e T A S S S S S

Relationship to patient

Note to Staff: Photographs must not be used for any other purpose other than that for which the original consent
was granted. Unless further consent is obtained.

DEPARTMENTAL USE

If N.A.L. or Medico Legal Photography:
Other people present in room ‘ Job Title ‘ Contact Number

Please note:

NAI NEG NO'S
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Consent Form 4
Adults who lack the capacity to consent to investigation or treatment
Patient details (or pre-printed label)

Patient’s first names....

Patient’s surname/family name

Date of Birth.. Male (] Female [
NHS number.. PID..ccvrs
Responsible health professional

Job title
Special requirement:
(eg other languagelother communication method)

Registration number.

Name of proposed procedure or course of treatment (include brief explanation if medical
term not clear):

Assessment of patient’s capacity (in accordance with the Mental Capacity Act)

| confirm that the patient lacks capacity to give or withhold consent to this procedure or course of treatment
because of an impairment of the mind or brain or disturbance affecting the way their mind or brain works (for
example, a disability, condition or trauma, or the effect of drugs or alcohol) and they cannot do one or more of
the following:

¢ understand information about the procedure or course of treatment

¢ retain that information in their mind

* use or weigh that information as part of the decision-making process, or

* communicate their decision (by talking, using sign language or any other means)

Further details of this assessment: (for example how above judgements reached, which colleagues consulted,
what attempts were made to assist the patient to make his or her own decision and why these were not

Advance decision to refuse medical treatment
This patient has/has not (delete as appropriate) made an advanced decision to refuse medical treatment.
Where an advance decision to refuse medical treatment has been made, please document the details of the

treatment to be refused here:

Where, to the best of your knowledge, the patient has not refused this procedure in a valid Advance Decision,
please continue to the next section.

Lasting Power of Attorney/ Court Appointed Deputy

If the patient has authorised an attorney to make decisions about the procedure in question under a Lasting
Power of Attorney or a Court Appointed Deputy has been authorised to make decisions about the procedure in
question, they have authority to make decisions in the patient’s best interests.

Signature of attorney or deputy:

I have been authorised to make decisions about the procedure in question under a Lasting Power of Attorney

/ as a Court Appointed Deputy (delete as appropriate). | have considered the relevant circumstances relating to
the decision under the heading ‘Assessment of patient’s best interests’ and believe the procedure to be in the
patient’s best interests. Any other comments (including the circumstances considered in assessing the patient’s

Name:...
Address:
Signatur

v DAt
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Assessment of patient’s best interests
As far as is reasonably possible, | have considered the person’s past and present wishes and feelings (in particular
if they have been written down) and any beliefs and values that would likely influence the decision in question.
As far as possible, | have consulted other people (those involved in caring for the patient, interested in their
welfare or the patient has said should be consulted) as appropriate. | have considered the patient’s best interests
in accordance with the requirements of the Mental Capacity Act and believe the procedure to be in their best
Where the lack of capacity is likely to be temporary, for example if patient is unconscious, or where patient has
fluctuating capacity, complete the following section:

The treatment cannot wait until the patient recovers capacity because:

Involvement of the patient’s family and others close to the patient
The final responsibility for determining whether a procedure is in an incapacitated patient’s best interests lies
with the health professional performing the procedure. However, it is good practice to consult with those close
to the patient (eg spouse/partner, family and friends, carer, supporter or advocate) unless you have good reason
to believe that the patient would not have wished for particular individuals to be consulted, or unless the
urgency of their situation prevents this. “Best interests” go far wider than “best medical interests”, and include
factors such as the patient’s wishes and beliefs when competent, their current wishes, their general well-being
and their spiritual and religious welfare.

To be signed below by a person or persons close to the patient, if they wish:

|1/ We have been involved in a discussion with the relevant health professionals over the treatment of
(patient’s name). | / We understand that he / she is unable to give his / her
own consent, based on the criteria set out in this form. | / We also understand that this treatment can lawfully

be provided as it is in his/her best interests to receive it.

Address (if not the same as patient).

Signature.
If a person close to the patient is not available in person, has this matter been discussed in any other way (eg
over the telephone)? [ves [CIno

Independent Mental Capacity Advocate (IMCA)

For decisions about serious medical treatment, where there is no one appropriate to consult other than paid
staff, has an Independent Mental Capacity Advocate (IMCA) been instructed? [ Yes [Cno
Record full details of the conversations, and the outcome, in the patient’s medical records

Signature of health professional proposing treatment

The above procedure is, in my clinical judgement, in the best interests of the patient, who lacks capacity to
consent for himself or herself. Where possible and appropriate | have discussed the patient’s condition
with those close to him or her, and taken their knowledge of the patient’s views and beliefs into account in
determining his or her best interests.

SIGNATULE: cuvecesssisesisssssisssssassesissossiisssssssestssssissssassisssnssssassssssasseses DARE s ccincsoiss soimsssuisusssnssessesasmssssssumssssesessssussseasssnssanssne
Name (PRINT) ettt JOb TItle ssiiissisnnnsinanasniisionismtassmiainssmosionis

Where a second health professional’s opinion is sought, he/she should sign below to confirm agreement:
SIGNALUrE sisasinmissismsnnissmiismnsssssisswssssise 1 e e
NAME (PRINT) .euiiuieiieiieieeteeie e eae e ae e esesre e ene e ensenense e JOD Title. e

Copy accepted by patient: yes / no (please ring)

YELLOW COPY: CASE NOTES  WHITE COPY: PATIENT
Hwzooo7s Igd
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Guidance to health professionals
(to be read in conjunction with consent policy)

What a consent form is for

This form should only be used where it would be usual to seek written consent but an adult patient (18 or over) lacks
capacity to give or withhold consent to treatment. If an adult has capacity to accept or refuse treatment, you should
use the standard consent form 1 if they choose to have treatment. Where treatment is very urgent (for example if

the patient is critically ill), it may not be feasible to fill in a form at the time, but you should document your clinical
decisions appropriately afterwards. If treatment is being provided under the authority of part IV of the Mental Health
Act 1983, different legal provisions apply and you are required to fill in more specialised forms (although in some
circumstances you may find it helpful to use this form as well). If the adult now lacks capacity, but has made a valid
advance decision to refuse treatment that is applicable to the proposed treatment then you must abide by that refusal.
For further information on the law on consent, see Department of Health’s Reference guide to consent for examination
or treatment (www.doh.gov.uk/consent).

When treatment can be given to a patient who lacks the capacity
to consent

All decisions made on behalf of a patient who lacks capacity must be made in accordance with the Mental Capacity
Act 2005. More information about the Act is given in the Code of Practice. Treatment can be given to a patient who is
unable to consent if:

. the patient lacks the capacity to give or withhold consent to this procedure AND
. the procedure is in the patient’s best interests.

Capacity

A person lacks capacity if they have an impairment or disturbance (for example, a disability, condition or trauma, or the
effect of drugs or alcohol) that affects the way their mind or brain works which means that they are unable to make a
specific decision at the time it needs to be made. It does not matter if the impairment or disturbance is permanent or
temporary.

You must take all steps reasonable in the circumstances to assist the patient in taking their own decisions. This may
involve explaining what is involved in very simple language, using pictures and communication and decision-aids as
appropriate. People close to the patient (spouse/partner, family, friends and carers) may often be able to help, as may
specialist colleagues such as speech and language therapists or learning disability teams, and independent advocates
(as distinct from an IMCA as set out below) or supporters. Sometimes it may be necessary for a formal assessment to be
carried out by a suitably qualified professional.

Capacity is ‘decision-specific’; a patient may lack capacity to take a particular complex decision, but be able to take
other more straight-forward decisions or parts of decisions. Capacity can also fluctuate over time and you should
consider whether the person is likely to regain capacity and if so whether the decision can wait until they regain
capacity.

A person is unable to make a decision if they cannot do one or more of the following things:

Understand the information given to them that is relevant to the decision.

Retain that information long enough to be able to make the decision.

Use or weigh up the information as part of the decision-making process.

Communicate their decision - this could be by talking or using sign language and includes simple muscle
movements such as blinking an eye or squeezing a hand.

Best interests

Treatment may be provided in an incapacitated adult’s best interests provided that the patient has not made a valid
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and applicable Advance Decision refusing the specific treatment. The Mental Capacity Act requires that
a health professional must consider all the relevant circumstances relating to the decision in question,
including, as far as possible:

the person’s past and present wishes and feelings (in particular if they have been written down)
any beliefs and values (e.g. religious, cultural or moral) that would be likely to influence the
decision in question and any other relevant factors

. the other factors that the person would be likely to consider if they were able to do so.

When determining what is in a person’s best interests a health professional must not make assumptions
about someone’s best interests merely on the basis of the person’s age or appearance, condition or any
aspect of their behaviour. If the decision concerns the provision or withdrawal of life-sustaining treatment
the health professional must not be motivated by a desire to bring about the person’s death.

The Act also requires that, as far as possible, health professionals must consult other people, if it is
appropriate to do so, and take into account of their views as to what would be in the best interests of the
person lacking capacity, especially anyone previously named by the person lacking capacity as someone to
be consulted and anyone engaging in caring for patient and their family and friends.

Independent Mental Capacity Advocate (IMCA)

The Mental Capacity Act introduced a duty on the NHS to instruct an Independent Mental Capacity
Advocate (IMCA) in serious medical treatment decisions when a person who lacks capacity to make a
decision has no one who can speak for them, other than paid staff. IMCAs are not decision makers for
the person who lacks capacity. They are there to support and represent that person and to ensure that
decision making for people who lack capacity is done appropriately and in accordance with the Act.

Lasting Power of Attorney and Court Appointed Deputy

A person over the age of 18 can appoint an attorney to look after their health and welfare decisions,

if they lack the capacity to make such decisions in the future. Under a Lasting Power of Attorney (LPA)
the attorney can make decisions that are as valid as those made by patients themselves when they have
capacity. The LPA may specify limits to the attorney’s authority and the LPA must specify whether or
not the attorney has the authority to make decisions about life-sustaining treatment. The attorney can
only, therefore, make decisions as authorised in the LPA and must make decisions in the person’s

best interests.

The Court of Protection can appoint a deputy to make decisions on behalf of a person who lacks capacity.
Deputies for personal welfare decisions will only be required in the most difficult cases where important
and necessary actions cannot be carried out without the court’s authority or where there is no other

way of settling the matter in the best interests of the person who lacks capacity. If a deputy has been
appointed to make treatment decisions on behalf of a person who lacks capacity then it is the deputy
rather than the health professional who makes the treatment decision and the deputy must make
decisions in the patient’s best interests.

Second opinions and court involvement

Where treatment is complex and/or people close to the patient express doubts about the proposed
treatment, a second opinion should be sought, unless the urgency of the patient’s condition prevents
this. The Court of Protection deals with serious decisions affecting personal welfare matters, including
healthcare, which were previously dealt with by the High Court. Cases involving:

. decisions about the proposed withholding or withdrawal of artificial nutrition and hydration
(ANH) from patients in a permanent vegetative state (PVS)

. cases involving organ, bone marrow or peripheral blood stem cell (PBSC) donation by an adult
who lacks capacity to consent

. cases involving the proposed non-therapeutic sterilisation of a person who lacks capacity to
consent to this (e.g. for contraceptive purposes) and

. all other cases where there is a doubt or dispute about whether a particular treatment will be in a

person’s best interests (include cases involving ethical dilemmas in untested areas)

should be referred to the Court for approval. The Court can be asked to make a decision in cases where
there are doubts about the patient’s capacity and also about the validity or applicability of an advance
decision to refuse treatment.
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NON CLINICAL CONSENT
PHOTOGRAPHIC AND VIDEO

Office use only filing ref:

l

D Consent Type A (FULL): Also includes both types B&C (below), |
understand the images taken could be used on an open access website by
the HEFT

D Consent Type B: In addition to type C, | understand that the images taken,
to which | have agreed, will form part of Medical Illustration photographic
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