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Risk Management Policy and Procedure
(Risk Registers)
Policy Statement:

Heart of England NHS Foundation Trust will use the risk management cycle and risk register processes as outlined in this Policy to identify and manage the wide variety of Strategic, Operational and Financial risks which it faces. 
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1 Circulation

· All staff 

· This Policy applies equally to staff in a permanent, temporary, voluntary or contractor role acting for or on behalf of HEFT. 
2 Scope
Includes: 
· This Policy applies to the management of all risks, clinical and non clinical, within the Trust. 
Excludes: 

· This policy excludes the management of individual patient specific risks, (e.g. risk of falls, waterlow score, sad persons score) which are dealt with via separate policies and procedures and protocols.
3 Definitions

For the purpose of this Policy, the following definitions apply
:

· Risk: Anything which prevents an organisation from achieving its declared aims and objectives.
· Risk Register: The Trust risk register can be described as “a log of all the risks that may threaten the success of the Trust in achieving its declared aims and objectives”.
· Risk Management: The systematic processes and procedures that an organisation puts in place to ensure that it identifies, assesses, prioritises and takes action to manage these risks to ensure it continues to deliver its objectives.
4 Reason for Development 

The Trust’s primary concern is the provision of safe, minimal risk environments, care and services, for its patients, staff, public and commissioners.

This Policy supports the delivery of the Risk Management Strategy and defines the approach the Trust will take to achieve this through a structured approach to risk assessment and minimisation across the organisation.

5 Aims and Objectives 

The aims and objectives of this Policy are to:
· enable the Trust to take all steps (reasonably practical) in the management of risk in order to protect patients, staff, public and its assets;

· enable the safest possible delivery of health care within the available resources;

· provide a standardised, systematic mechanism to identify, assess, control and minimise risks across the organisation, principally through the development and maintenance of a Trust risk register;

· enable staff to undertake risk management as part of their every-day activities;

· offers staff appropriate training and support in the principles and practice of risk management;

· support the organisation with continually improving services through the principles of risk management.

· achieve compliance with statutory and national and statutory requirements;
· develop the Trusts capacity to learn from mistakes (internally and externally), principally through the application of Root Cause Analysis techniques.
6 Standards 

· The Trust Board will be supported in its role by the Governance and Risk Committee and supporting sub Committees which will ensure that sufficient information and expert advice is obtained to understand and appropriately manage the organisations risk.

· The Trust will employ a robust, systematic approach to risk management, through structured risk register processes at local and corporate levels (Attachment 2).
· All risk will be risk scored and graded according to likelihood and consequence using the Trust Risk matrix (Attachment 3)  
· Mechanisms are in place for incidents and near misses to be reported and investigated (where necessary) to determine area(s) of risk without assigning initial blame. 
· A just culture promoted throughout the Trust, where no blame is upheld but accountability is not diminished.

· All clinical and corporate areas will maintain risk registers which are appropriate to their needs and role in the organisation. 

· Risk will be developed and maintained in line with “A Guide to Completing your Directorate Risk Register (Attachment 2) and will include as a minimum:

· Location and source of risk; 

· Details of risk issue;

· Details of controls in place to manage risk;

· Initial and Current risk scores;

· Details of the actions required to manage the risk;

· Individual responsible for overall management of the risk;

· Details of any resources required to manage the risk;

· Timescales for risk review.

·  The risk register will be used as a tool to monitor, communicate and facilitate Trust wide learning, where appropriate, from individual or aggregated incidents complaints and claims.

· Risk registers will be reviewed on a quarterly basis and appropriately escalated through the organisations management structures, from ward to board, to ensure effective and prompt management of the key risks to the organisation (Attachment 1)
· The Trust’s risk management procedures will be linked into the Trust’s business planning cycle, to ensure risks requiring resource are effectively controlled.

· The Trust will identify and formally review progress against the key Strategic Risks to the organisation. This will be used to inform the annual statement of internal control. 

· The Trust Board will maintain its Assurance Framework in line with DH and Monitor guidance to ensure the effective management of Strategic risks and the appropriate preparation and sign off of the Trusts annual Statement on Internal Control.

· There will be multi-disciplinary and multi-professional staff involvement in the risk management process.
· Training or support in the application of the principles and practices of risk management is made available to all staff commensurate with their roles and responsibilities for risk management.

7 Responsibilities

7.1 Individual Responsibilities
The Trust Board, managers and staff are responsible for establishing, maintaining and supporting a holistic approach to risk management, in all areas of their responsibility. 

Some members of staff and Committees have particular specialist functions in relation to risk management as described below:

7.1.1 Chief Executive

The Chief Executive has overall responsibility for the Trust’s risk management programme and ensuring that this operates effectively. As Accountable Officer, the Chief Executive is responsible for signing the Statutory Statement on Internal Control (SIC). He delegates operational responsibility for risk management to the Director of Governance and Standards.

7.1.2 Director of Governance and Standards

The Director of Governance and Standards is responsible to the Trust Board and Chief Executive in relation to risk management and, where appropriate, will provide reports to the Trust Board in this regard.  He / she is also responsible for providing expert advice to the Trust Board in relation to Risk Management and ensuring the Trust Board has access to regular and appropriate risk management information, advice, support and training where required.

With the assistance of other senior managers within the Trust as appropriate, the Director of Governance and Standards will oversee the work of the Director of Medical Safety and the Healthcare Governance Directorate.
7.1.3 Director of Medical Safety

The Director of Medical Safety has a particular role in supporting the Trust understand and act upon risk management and safety information. Through the patient safety team, he /she will be instrumental in strengthening the Trust-wide approach to learning lessons and facilitate the resolution of key clinical risks which are considered to have Trust wide implications for patient safety. 

He/she is also responsible for the provision of internal clinical advice in relation to risk and incident management. 
7.1.4 Executive Directors 

All Executive Directors are responsible for overseeing a programme of risk management activities, in accordance with this and related policies and procedures, in particular:

· Maintenance and regular review of Directorate risk registers;

· Appropriate prioritisation and allocation of resources to most effectively mitigate their risks

· Overall management of serious (red) risks which fall within their area of responsibility

Executive Directors with specific areas of responsibility:
Director of Finance: The Finance Director is responsible for advising the Trust Board on all aspects of financial risk and, through Finance Committee and Trust Board, ensuring effective mechanisms are in place to manage these.  

Medical and Operational Directors: The Medical and Operational Directors of Medicine and Surgery, in collaboration with the Head Nurses for Medicine and Surgery, are responsible for maintaining effective governance arrangements within the Business Units which support the appropriate escalation and management of risks within the clinical directorates. They will provide regular reports to the Governance and Risk Committee in relation to the management of risks within their area
7.1.5 Healthcare Governance Directorate

The Healthcare Governance Directorate, under the direction of the Director of Governance and Standards will support the implementation of this Policy through:

· Providing advice on risk assessment, scoring, escalation and risk mitigation;
· Monitoring progress of actions to mitigate serious (red) risks

· Development and maintenance of reporting processes to key operational and governance Committees;
· Provision of training or individual support as required or requested by the directorates;

· Continued development and monitoring of this Policy.
They are also responsible for advising the operational and executive leads in relation to risk scoring and management plans for proposed serious/significant risks.
Some teams within the Healthcare Governance Directorate also have additional specific responsibilities which are outlined below:

Health and Safety: The Health and Safety Team will also have particular responsibility for supporting and advising on Health and Safety issues and the application of related Health and Safety Policies and Procedures. They will undertake risk assessments and investigations where appropriate and ensure compliance with national reporting requirements for Health and Safety. 
Investigations Team: The investigations team will be responsible for advising all staff throughout the organisation in relation to their areas of risk and adverse incident management. They will support staff with the investigation of adverse incidents
 and manage communication with relevant external agencies (e.g. NHSLA, HSE, HM Coroner, MHRA) where their involvement is appropriate. 
Governance and Compliance Teams: The Governance team will provide a central store for all risk registers and coordinate a programme of activity to support their quarterly review. Through provision of advice and support to directorate and business unit governance teams they will enable the identification and appropriate management of risks which impact upon multiple areas across the Trust. They will ensure that the Trust complies with national adverse incident reporting requirements and advise the Trusts preparation for national accreditation and assessment in relation to risk management. 
7.1.6 Finance Directorate

The Finance directorate, through the teams with specific responsibility for resource allocation processes will develop and maintain a framework which enables resource allocation to be focused on effective risk mitigation. 

7.1.7 Directorate Management Teams

Directorate management teams have day to day accountability for the identification, management and quarterly review of all risk issues which fall within their areas of responsibility. They also have responsibility for establishing local arrangements which enable the appropriate communication, monitoring and learning from risk issues.

Directorate management teams have specific responsibility for overseeing the management of all orange and red risks which fall within their areas of responsibility, reporting progress and exceptions to the Medical and Surgical Business Units or other appropriate Operations Committees as required.

7.1.8 All Staff

All staff across the Trust have a responsibility to ensure they make themselves aware of and comply with this and related risk management policies and procedures.  
All staff also have direct responsibility for reporting untoward incidents and notifying (where appropriate) the directorate management team, the Healthcare Governance team, patients and relatives, in line with the Incident Reporting and Serious Untoward Incident Policies and Procedures.
Staff must ensure that they take appropriate action to manage green and yellow risks.

7.2 Board and Committee Responsibilities 
7.2.1 Trust Board

The Trust Board is responsible for assuring that appropriate risk management systems are in place to enable the organisation to deliver its objectives. It delegates overall responsibility for risk management to the Governance and Risk Committee.

The Trust Board is also responsible for identifying and controlling the organisations Strategic Risks and Assurance Framework

7.2.2 Governance and Risk Committee

The Governance and Risk Committee is responsible for the implementation of the Risk Management Strategy and supporting Policies and Procedures as part of the Trust governance arrangements. 
The Governance and Risk Committee is the Trusts expert Committee on all aspects of Governance and Risk. It is responsible for advising and providing assurance to the Trust Board on strategic and operational risk and ensuring effective mechanisms are in place to manage these risks. 

The Governance and Risk Committee will receive regular reports from the Business Units and the Healthcare Governance Directorate in relation to the key risks faced by the organisation

It will also receive regular updates on strategic risks and key statistics in relation to incidents, complaints and claims. 
Membership of the Governance and Risk Committee will be extended to key healthcare partners to ensure a collaborative approach to Governance, Risk and learning lessons is fostered across the region.
7.2.3 Executive Directors / Operations Committee 

The Executive Directors / Operations Committee, chaired by the Chief Executive, is responsible for the management and monitoring of the Trusts Strategic Risks.

It is also responsible for ensuring that individual Directorates, through the Medical, Surgical and Corporate Business Units, undertake a full programme of risk management activities and control their risks. 

It has a particular role in overseeing the management of key risks or complex risks that are subject to significant delays in mitigation plans, have significant funding implications or are Trust-wide in nature.
7.2.4 Audit Committee

The Audit Committee, through Internal Audit and External Audit is responsible for monitoring and reviewing the adequacy the Trust’s internal control systems for risk management and, ensuring that these are effective and comply with national standards.
7.2.5 Safety Committee 

The Safety Committee, a sub committee of the Governance and Risk Committee has particular responsibility for the following functions:

· Continued development, implementation and monitoring of the Trust’s risk management and Health and Safety programmes;

· Overseeing and advising upon the management of the Trusts Strategic and Operational key risks, in particular those falling under the responsibility of corporate areas
· Analysis of risk management information, including incidents complaints and claims, to identify themes and related risks.

· Receive reports from Trust Committees or working groups with responsibility for specific risk issues as required (e.g. security sub Committee, Resuscitation Committee, Emergency Planning Committee, Falls Committee, Drugs and Therapeutic Committee)
7.2.6 Medicine and Surgery Executive Committee
The Medicine and Surgery Executive Committees, through their Quality and Safety sub Committees are responsible for:

· Ensuring appropriate governance and risk management arrangements are in place for all clinical directorates;

· Overseeing and monitoring the management of all key risks which fall within their responsibility, escalating risks, where appropriate to Operations Committee;

· Ensuring appropriate prioritisation and allocation of resources to most effectively mitigate their risks
· Providing regular reports to Governance and Risk Committee and operations Committee, as required, in relation to management of risk within the business unit

7.2.7 All Trust Committees

All Trust Committees are responsible for monitoring the effectiveness of local governance arrangements which are essential for the delivery of this and related Risk management Policies

8 Training Requirements 
There are no mandatory training requirements associated with this Policy. However the Trust Mandatory Training Needs Analysis focuses on key areas of risk to the Trust.
It is the responsibility of Directorates to identify and support the training needs of all staff involved in the risk management process. This may include:

· External Training (e.g. NPSA, IHIM courses)

· Existing Training Sessions (e.g. Senior Sisters Risk Management Day)

· Bespoke Directorate Training (available on request from Healthcare Governance) 

· Individual support (available on request to risk register leads) 
The Healthcare Governance directorate will also advise/support individuals, where required, in relation to Risk Management.
9 Monitoring and Compliance 
The Trust will evaluate the effectiveness of the risk management programme on an annual basis through: 
Internal tools:

· Local Directorate Governance activity and arrangements

· Quarterly reports to Safety and Governance and Risk Committee

· Regular reports to Operational and Governance Committees  

· Incident investigations and complaints;

· Governance Annual report;

· Statement on Internal Control

· Annual internal audit governance work programme

External tools:
· Healthcare Standards;

· NHSLA Risk Management Standards;

· NHS high-level performance indicators.

The Trust Board may develop and use additional indicators to monitor risk management performance, as considered necessary.

10  Attachments
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1.1
Introduction

This document provides Departmental/Directorate Heads with comprehensive guidance on how to develop a local risk register. It explains why a risk register is important, how to identify & assess risk associated with a specific department / service area and who should be involved in the process. This does not replace specific policies which prescribe the method and documentation of risk assessments for specific issues e.g. Health & Safety policies / risk of falls / waterlow etc. 

· What is a risk?

A risk can be described as “anything that prevents an organisation from achieving its declared aims and objectives.” 

· What is a risk assessment?

Risk assessment is the process by which an organisation identifies, understands and prioritises risks.  In some cases it may be routine e.g. risk of falls assessment, Health & Safety assessments and environmental assessments.  In other cases it may be in response to an incident, complaint, claim and a perceived risk. 

· What is risk management?

Risk management is the systematic processes and procedures that an organisation puts in place to ensure that it identifies, assesses, prioritises and takes action to manage these risks to ensure it continues to deliver its objectives.

Risk assessment and management are therefore integral parts of risk register development. They are ongoing dynamic processes that should form part of everyday management activity.

1.2.1
What is a risk register?

A risk register is “a log of all the risks which acts as a mechanism to identify, assess, prioritise and monitor local action taken to mitigate those risks”. 

The risk register enables departments, directorates and ultimately Trust Board to  understand it’s risk profile and is composed of various different types of risks (clinical, non-clinical, reputational etc).

1.2 2.
Why have a risk register?

A risk register enables risks to be identified, quantified and ranked. It provides a structure for collating information about risks that facilitate analysis. It also helps to provide a framework to make decisions about how each risk should be managed and should be considered a useful prioritising tool to guide the allocation of resources. It is used to inform the Trust Board and senior managers of the risks carried by the Trust. 

The development and maintenance of a ‘live’ risk register form a key component of the Trusts’ risk management system and is vital for demonstrating to stakeholders, patients, and the public that the Trust has systematic processes in place for identifying and managing risk and is vital for external accreditations schemes (NHSLA and Healthcare Commission). 

1.3 
The Risk Assessment Process
1.3.1.
Undertaking a directorate risk assessment

Risk management (clinical and non-clinical) should be considered as a dynamic process whereby risks are identified, regularly reviewed and reassessed, on a continuous basis, to ensure that appropriate action is taken to mitigate risks.  

Individual Directorates should undertake a risk assessment following the guidance set out in this document and develop a local risk register.  Where considered necessary this can be informed by local department / ward based registers. 

1.3.2.
 Developing and maintaining a Directorate risk register

A risk register is essentially a “living” document. As some risks are removed from the register others will emerge, hence the register will require regular review to keep it updated.  The Healthcare Governance directorate will provide advice and support for new risk register development and will co-ordinate a regular review process. 

1.3.3   What will happen to the risk registers?

Directorate risk registers should form a key component of each Directorates Risk Management system. Indeed part of the Governance activities of individual Directorates should be to regularly discuss and review their risk register. Directorates should review their risk register and monitor the progress of action plans on at least a quarterly basis to ensure that risks in their area are being effectively managed.

For the majority of risks that are identified, local action will be sufficient to manage the risk.  However, you may find that some risks cannot be dealt with locally and need to be referred for Corporate action.  If you find this is the case or are unsure what action is required to manage a risk effectively, then you should contact your line manager and / or Healthcare Governance team for further guidance and, to agree an appropriate approach to manage the risk.

1.3.4.
Business planning and risk registers

Each risk listed on the Directorate risk register will need to have actions to show how individual risks are to be managed.  Not all risks require resources to manage them effectively, however, in some instances taking appropriate action to manage a risk may require resources, either human or financial.

To effectively manage some risks, it may be appropriate for Directorates to resource specific actions directly i.e. from Ward, Department or Directorate funds.  For other risks, however, actions may require significant resource (human or financial) that cannot be met by the current resources within the individual Directorate.  These will require the Directorate to develop and produce a formal business case and bid for funding through the capital programme or business planning processes.  Assistance with the preparation of business cases can be accessed from the Finance directorate (http://birmbsdusql/web/default.asp).
The most serious of the Trust’s risks are escalated to the Operations Committee.  They may in some cases chose to expedite allocation of funds where the risk cannot be managed via any other means. 

1.3.5
 Who should carry out risk assessments?

Risk management is the responsibility of all members of staff. It is essential that Department heads consult with key groups of staff before undertaking a Directorate risk assessment. Consultation also helps to raise staff awareness of risk and may highlight risks not previously considered.

Risk assessments are best undertaken using a multi disciplinary approach. It is the responsibility of Directorates to agree the most appropriate approach for risk assessment. Directorate governance meetings represent a good forum for doing this. Where possible, the following members of staff should be involved in the process: 

Clinical

· Clinical Director/Clinical Governance Lead

· Senior Consultant(s)

· Directorate Manager

· Matron/Senior Sisters

· Appropriate representation from AHP’s

· Technical staff (if appropriate)

· Administration staff (if appropriate)

Non-clinical

· Head of Department

· Directorate manager

· H&S representative (if appropriate)

· Technical staff (if appropriate)

· Administration staff (if appropriate)

· Financial advisor (if appropriate)

You may wish to invite any other staff from relevant departments who you feel could assist with development of the risk register for your area e.g. Microbiologist, pharmacist, Estates representative, Pathologist, medical engineers. 

Where a risk is identified by a person not within the Directorate, then it is the responsibility of the person identifying the risk to ensure the risk is communicated to the relevant Directorate General Manager for consideration for inclusion on the Directorate risk register.  Where appropriate, the Healthcare Governance team can facilitate this process. 

Section 2
Risk Identification

2.1
Identifying General Risks

Think about the service you provide and consider these fundamental questions.

· What do we do?

· Who do we do it to? 

· Who does it?

· When do we do it?

· Where do we do it?

· How do we do it?

· Do we learn from past mistakes?


Consider what are your:

· Direct Services

· Operations

· Human Resources 

· Finance

· Equipment and supplies

· Estates and Buildings

· Systems and information

· Specific clinical/ non-clinical activity not included in Direct Services

2.2 
Identifying Risk in Your Area

Undertaking a risk assessment can be subjective and will involve using professional judgment about what constitutes a risk. Individuals working within departments are best placed to identify risks in their own areas and understand the way to manage them. As a general guide the risks outlined in the next section should be considered when developing your register.

Types of Risk to Include

The following are examples of the types of risk you need to consider:

Safety: 


· Risks that could result in death, disability or severe distress to patients and/or staff.
Risks that are less serious but are more frequent or could affect a large number of patients/staff.


Reputational:

· Risks that could lead to adverse publicity or affect the reputation of the Trust.

· Risks that could lead to litigation or may be the subject of a formal complaint.
Risks that could affect the Directorate or Trust in meeting Corporate objectives (e.g. failure to meet service delivery targets / operational loss or delay / national requirements)

Resource:

· Risks that could result in financial loss to the Trust

· Risks to service provision

· Risks to equipment / building 

You may wish to refer to the examples described in the table on the next page to help you with this process.

2.4
 Potential Risk

You may be aware of some risks that do not currently impact on your individual ward, department or Directorate. It is difficult to classify and score these risks in the same way as those that currently pose a real risk to the Trust. Nevertheless it is important that these “potential risks” are recorded because they may at some point in the future become real risks.

It is not possible to score potential risks in the same way as current risks. However, it is useful to identify them and develop controls to mitigate the risk in the future.  It also enables them to develop long term plans for services rather than dealing with risks as they arise. Here are some examples of “potential risks” that you may wish consider:

· New treatments/therapies 

· New projects 

· New legislation/guidance

· Future funding

· Unsuccessful capital bids

· Changes in political climate

· Demographic trends

2.5 
Key Questions

· What is our purpose?

· What services do we provide?

· What targets do we have to achieve?

· Are there any areas for development?

· Does our service meet the needs of the Trust?

· Who are our client group?

· Do we serve any vulnerable client groups?

· Do we discriminate against anyone?

· How do we ensure safety of care to patients/staff visitors?

· How do we provide information about our service?

· Who undertakes the activities?

· Are staff competent/ adequately trained?

· Are they properly supervised?

· Is their performance regularly reviewed?

· Are staffing levels adequate?

· Is clinical care delegated according to level of competence?
· When do we provide the service?

· Do you provide a 24hour service?

· Is the service maintained to an appropriate standard at all times?
· Where do we deliver the service?

· Is the environment suitable to undertake the task?

· Is the environment safe? (fire/security/non medical equipment)

· Are the facilities maintained properly?

· How do you deliver the service?

· What clinical policies/procedures are there?

· Do they reflect current practice? 

· Are infection control measures adequate?

· Are Health and Safety policies in place? 

· Are there appropriate measures of waste management?

· Is there appropriate multi disciplinary working?

· Is there appropriate liaison with other departments?

· Is the prescribing and administration of drugs reviewed on a regular basis?

· Are the correct facilities/equipment available?

· Is equipment properly maintained/ serviced?

· Are staff trained to use the equipment correctly?

· How good is record keeping for all professions in the Directorate?

· What systems are there in place for learning from the past?

Are any of the following used to inform the day to day activities of the service or make improvements?

· Complaints

· Incidents reporting

· Claims

· External reports. e.g. Healthcare Commission, DH reports 

· Health & Safety Executive reports

· Peer reviews

· NHSE reports 

· Audit reports


These questions are meant to act as a guide and do not constitute an exhaustive list. An alternative way of examining the service you provide is to track a patient journey through the department.

2.6
Other Sources of Information about Risk in your Directorate

Previous risk assessments, giving information on how risks have been managed, eliminated or reduced in the past may be a useful starting point. Other information that may help you to identify risk may come from a variety of internal and external sources. Some examples are given below.

External information

· Recommendations from the Royal Colleges

· National Confidential Enquiries (e.g: NCEPOD, CISH & CEMACH reports)

· NHSE reports

· Health & Safety reports

· Medical Healthcare Regulatory Agency alerts

· Healthcare Commission reports

· NICE guidance / NSF’s

· NHSLA

· Benchmarking targets

· Mandatory/ statutory targets

· National Initiatives


Internal Information

· Complaints & Claims

· Incident reports and trends

· Audits

· Patient feedback 

· Outcome of routine risk assessments (e.g. Health & Safety, environmental or hazardous substances assessment).

Section 3

Guide to Undertaking a Directorate Risk Assessment 

1. Identify a lead person to take responsibility for the development and review of the Risk register.


2. Using the framework described in Section 2, identify a general list of risks that are specific to your directorate/ department/ ward.

3. Use the risk assessment matrix to assess the likelihood and consequence of each risk 

4. Log your risk on the risk register including the following for each risk you have identified:

· Describe the risk.

· Document the source of the risk from the list below

	Sources for risks

	Title 
	Code 
	Description

	Audit 
	AUDT
	Clinical / Internal / External 

	Complaint 
	COMP
	Individual or Theme 

	Strategy 
	STRT
	Strategic / Project Risk 

	SUI
	SUI
	Risk identified from RCA of SUI

	Incidents 
	INCD
	Individual or Themes

	External Regs
	EXRG
	NICE / NPSA / HCC / NHSLA / Legislation / Royal Colleges

	H&S RA
	HSRA
	Health & Safety Risk Assessment 

	Other RA 
	OTRA
	Other Risk Assessment 


· Identify any existing control measures in place (policies/procedures, training/physical controls) to prevent the risk occurring or reduce the potential impact if it occurred. Consider whether the controls already in place are adequate.


· Score the risk (consider what evidence you have to support how often it happens and the usual consequence).

· Describe additional action that must be taken to manage the risk and the level of resources required (if any) to manage it effectively. 


· Identify the person responsible for managing the action plan.


· If financial input is required to manage the risk, include what action is required (e.g. business case), timescales & lead personnel. 

You may find it useful to use attachments C&D for documentation of risk and action.

Section 4 - A Guide to developing an action plan 

All Directorates need to agree a program of actions to manage all of their identified risks. Directorates need to identify the most appropriate way of managing each risk. There are a number of ways to approach this which are outlined below:

REDUCTION:
taking action to reduce the likelihood or impact.

AVOIDANCE: 
doing the job in a different way so that the risk does not occur.

TRANSFER: 
if you cannot manage the risk transfer it someone who can (with their agreement) e g. another Trust or Department

ACCEPTANCE: 
if the risk is small or cannot be reduced, avoided or otherwise transferred, you may have to accept the risk and prepare a contingency plan. 

Document an action plan for each risk you have identified. Actions will need to be followed up on a regular basis. For each action ensure that you:

1. Identify which option you have chosen to manage the risk.

2. List any actions that are needed to manage the risk indicating the agreed time scale for each action. 

3. Ensure a designated person is chosen to take responsibility for managing the risk and signs up to the action plan.

4.
Re-score the risk, once the appropriate actions have been implemented.

Risk Escalation

Risks are managed according to the level of risk identified:

· Green and yellow risks are to be reviewed and managed locally within the relevant ward / area. 

· Orange risks are to be reviewed immediately by Directorate management teams to agree an action plan

· Red risks (scoring 15 and above) are to be reviewed immediately by the directorate management team. A detailed review of the issues and proposed action needs to be documented on a serious risk proposal form and provided to the directorate’s governance facilitator / officer. 

Monitoring and reporting of serious risks

Completed serious risk proposals will be reviewed by the Medicine and Surgery boards.  When agreed, these will be added to and managed via the business unit risk registers and reported on the Trust key risk report.  Key risks are reviewed at the following Committees:

· Medicine & Surgery Safety & Quality Committees

· Governance & Risk Committee

· Executive Directors Committee

· Trust Board

Risk Register

 



 

	ID
	Site
	Source
	Location (exact)
	Description
	Likelihood (initial)
	Consequence (initial)
	 Score (Initial)
	Controls in place
	Synopsis (Action Plan)
	By (Action Plan)
	Due Date 
	Cost 
	Likelihood (current)
	Consequence (current)
	 Score (Current)
	Progress (Action Plan)

	
	 
	 
	
	
	L X C = S
	
	
	
	
	
	L X C = S
	

	 
	 
	 
	 
	 
	 
	 
	 
	 
	Summary of Action Plan 
	Lead for action 
	Due date of action 
	Cost of Action Plan
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 


Serious Risk Proposal Form

	Specialty
	
	Date submitted
	

	Local area / Site
	
	For review by
	Committee / Individual  

	Lead
	
	
	


	Summary of the Risk:



	Source of the Risk: (√ )

	Audit

Strategic / Project risk

Serious untoward incident (SUI)

Complaint 

Incidents

Health & Safety risk assessment

External Regulations

Other risk assessment



	Risk Includes the following:  (√ )

	

	
	
	Safety (Patient/Staff/Public)



	
	
	Reputational (National standards / best practice / Publicity / Complaint, Litigation)



	
	
	Resource (Service business loss / Financial / Equipment / Estates / Environment) 



	

	For each item indicated above please give a description of the risk issues



	Safety

· Patient Safety

· Staff Safety

· Public Harm 
Reputational

· National standards / best practice 

· Reputation Publicity 

· Complaint /Litigation

Resource 

· Service business loss

· Financial

· Equipment 

· Estates / Environment 

· HR & OD staffing level & skill level



	Details of controls already in place (include for each aspect of the risk):



	Details of interim / contingency plans to control remaining risk:

· 

	Further action required: 



	Resource required:

· 

	Risk Score (remaining risk with controls currently in place)

	Likelihood

Consequence

Score

Safety 

Likelihood

Consequence

Score

Reputational  
Likelihood

Consequence

Score

Resource   
Summary Score (Highest score from above)
Likelihood

Consequence

Score



	Summary of feedback from reviewing Committee / Exec lead:

Committee & Date:

Comments:

Action:




Attachment 3: Risk Assessment Matrix


Table 1: Measurement of likelihood

	Level
	Descriptor
	Probability
	Description

	1
	Rare
	<1%
	The incident may occur only in exceptional circumstances 

	2
	Unlikely
	1-5%
	The incident is not expected to happen but may occur in some circumstances 

	3
	Possible
	6-20%
	The incident may happen occasionally 

	4
	Likely
	21-50%
	The incident is likely to occur, but is not a persistent issue 

	5
	Almost Certain
	> 50%
	The incident will probably occur on many occasions and is a persistent issue 


Table 2: Measurement of consequence – Table overleaf expands the risk descriptors

	Level
	Descriptor
	Description

	1
	Insignificant
	No injury or adverse outcome; First aid treatment; Low financial loss

	2
	Minor
	Short term injury/damage (e.g. resolves in a month); a number of people are involved

	3
	Moderate
	Semi permanent injury (e.g. takes up to year to resolve)

	4
	Major
	Permanent injury; major defects in plant, equipment, drugs or devises; the incident or individual involved may have a high media profile

	5
	Catastrophic
	Death


Table 3 Assessment Matrix: The risk factor = likelihood. x consequence 

	
	CONSEQUENCE

	LIKELIHOOD
	Insignificant

1
	Minor

2
	Moderate

3
	Major

4
	Catastrophic

5

	1
Rare
	1
	2
	3
	4
	5

	2
Unlikely
	2
	4
	6
	8
	10

	3
Possible
	3
	6
	9
	12
	15

	4
Likely
	4
	8
	12
	16
	20

	5
Almost Certain
	5
	10
	15
	20
	25


By using the matrix above the risk score can be calculated to determine risk category. This ranges ranging from 1 (very low severity and unlikely to happen) to 25 (just waiting to happen with disastrous and widespread consequences). The risk score can now form a basis upon which to determine the urgency of any actions.

Table Four: Categorisation of Risk

	Key
	
	
	

	1-3
	Very Low
	Green Category 
	Manage locally, routine procedures, simple action,

	4 - 8
	Low Risk
	Yellow Category
	Manage locally, manager/lead clinician review/investigate risk & agree action to reduce risk

	9 – 14
	Moderate 
	Orange Category
	Reviewed immediately by Directorate management team, simple RCA/review & action plan

	15 - 25
	High Risk
	Red Category
	Reviewed immediately by Directorate management team, Notify Risk Manager, RCA /detailed review involving key staff & action plan, included on key risk report &reported to Trust Board
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Attachment 4: Equality and Diversity - Policy Screening Checklist
	Policy/Service Title: Risk Management Policy and Procedure
	Directorate: Healthcare Governance

	Name of person/s auditing/developing/authoring a policy/service: Head of Governance

	Aims/Objectives of policy/service: Heart of England NHS Foundation Trust will use the risk management cycle and risk register processes as outlined in this Policy to identify and manage the wide variety of Strategic, Operational and Financial risks which it faces. 


	Policy Content: 

· For each of the following check the policy/service is sensitive to people of different age, ethnicity, gender, disability, religion or belief, and sexual orientation? 

· The checklists below will help you to see any strengths and/or highlight improvements required to ensure that the policy/service is compliant with equality legislation.


	1. Check for DIRECT discrimination against any group of SERVICE USERS:

	Question: Does your policy/service contain any statements/functions which may exclude people from using the services who otherwise meet the criteria under the grounds of:
	Response
	Action required
	Resource implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	1.1
	Age?
	
	x
	
	
	
	

	1.2
	Gender (Male, Female and Transsexual)?
	
	x
	
	
	
	

	1.3
	Disability?
	
	x
	
	
	
	

	1.4
	Race or Ethnicity?
	
	x
	
	
	
	

	1.5
	Religious, Spiritual belief (including other belief)?
	
	x
	
	
	
	

	1.6
	Sexual Orientation?
	
	x
	
	
	
	

	1.7
	Human Rights:  Freedom of Information/Data Protection
	
	x
	
	
	
	

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	2. Check for INDIRECT discrimination against any group of SERVICE USERS:

	Question: Does your policy/service contain any statements/functions which may exclude employees from operating the under the grounds of:
	Response
	Action required
	Resource implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	2.1
	Age?
	
	
	
	
	
	

	2.2
	Gender (Male, Female and Transsexual)?
	
	x
	
	
	
	

	2.3
	Disability?
	
	x
	
	
	
	

	2.4
	Race or Ethnicity?
	
	x
	
	
	
	

	2.5
	Religious, Spiritual belief (including other belief)?
	
	x
	
	
	
	

	2.6
	Sexual Orientation?
	
	x
	
	
	
	

	2.7
	Human Rights:  Freedom of Information/Data Protection
	
	x
	
	
	
	

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	TOTAL NUMBER OF ITEMS ANSWERED ‘YES’ INDICATING DIRECT DISCRIMINATION = 

	3. Check for DIRECT discrimination against any group relating to EMPLOYEES:

	Question: Does your policy/service contain any conditions or requirements which are applied equally to everyone, but disadvantage particular persons’ because they cannot comply due to:
	Response
	Action required
	Resource implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	3.1
	Age?
	
	x
	
	
	
	

	3.2
	Gender (Male, Female and Transsexual)?
	
	x
	
	
	
	

	3.3
	Disability?
	
	x
	
	
	
	

	3.4
	Race or Ethnicity?
	
	x
	
	
	
	

	3.5
	Religious, Spiritual belief (including other belief)?
	
	x
	
	
	
	

	3.6
	Sexual Orientation?
	
	x
	
	
	
	

	3.7
	Human Rights:  Freedom of Information/Data Protection
	
	x
	
	
	
	

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	4. Check for INDIRECT discrimination against any group relating to EMPLOYEES:

	Question: Does your policy/service contain any statements which may exclude employees from operating the under the grounds of:
	Response
	Action required
	Resource implication

	
	Yes
	No
	Yes
	No
	Yes
	No

	4.1
	Age?
	
	x
	
	
	
	

	4.2
	Gender (Male, Female and Transsexual)?
	
	x
	
	
	
	

	4.3
	Disability?
	
	x
	
	
	
	

	4.4
	Race or Ethnicity?
	
	x
	
	
	
	

	4.5
	Religious, Spiritual belief (including other belief)?
	
	x
	
	
	
	

	4.6
	Sexual Orientation?
	
	x
	
	
	
	

	4.7
	Human Rights:  Freedom of Information/Data Protection
	
	x
	
	
	
	

	If yes is answered to any of the above items the policy/service may be considered discriminatory and requires review and further work to ensure compliance with legislation.

	TOTAL NUMBER OF ITEMS ANSWERED ‘YES’ INDICATING INDIRECT DISCRIMINATION = 


Signatures of authors / auditors:





Date of signing:

Equality Action Plan/Report
	Directorate:


	Service/Policy:




	Responsible Manager:


	Name of Person Developing the Action Plan:


	Consultation Group(s):


	Review Date:


The above service/policy has been reviewed and the following actions identified and prioritised.  
All identified actions must be completed by:  _________________________________________

	Action:
	Lead:
	Timescale:

	Rewriting policies or procedures
	
	

	Stopping or introducing a new policy or service
	
	

	Improve /increased consultation
	
	

	A different approach to how that service is 

managed or delivered
	
	

	Increase in partnership working


	
	

	Monitoring
	
	

	Training/Awareness Raising/Learning
	
	

	Positive action


	
	

	Reviewing supplier profiles/procurement

arrangements
	
	

	A rethink as to how things are publicised


	
	

	Review date of policy/service and EIA:  this 

information will form part of the Governance

Performance Reviews
	
	

	If risk identified, add to risk register.  Complete an 

Incident Form where appropriate.
	
	


When completed please return this action plan to the Trust Equality and Diversity Lead; Pamela Chandler or Jane Turvey.  The plan will form part of the quarterly Governance Performance Reviews.

	Signed by Responsible Manager:
	
	Date:
	


Key Points





Outlines the risk management cycle to be used for management of all Trust risks;


Defines risk types and recommended escalation process


Defines roles of all staff in relation to risk identification, management and review


Includes Risk Register template which specifies required content and format  





Paper Copies of this Document


If you are reading a printed copy of this document you should check the Trust’s Policy website (� HYPERLINK "http://sharepoint/policies" ��http://sharepoint/policies�) to ensure that you are using the most current version.





� EMBED PowerPoint.Slide.8  ���














� A more general overview of the meaning of the terms Strategic Risk, Operational Risk and Significant Risk is available in the Risk Management Strategy Attachment 1.





� In line with incident report and Serious Untoward Incidents Policies and Procedures
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Governance & Risk Committee & Trust Board

Monitor summary of risk status

Report to Trust Board of Strategic risks not “on target”

Prioritise, Monitor and Decide

Risk > = 15

Review Strategic & Key Operational risks



Prioritise and Monitor 

Risk > = 15

Prioritise and Monitor actions via Key Risk Report . 

Operations & Executive Directors Committee 

Decide re: significant resource implications

Decide re: large scale complex issues

Monitor slippage against action plans

Assess, Prioritise & Manage

Risks < 9 

Assess and prioritise risk, coordinate local action





Directorates/Departments/Wards

Manage locally within clinical teams/department

Escalate to Directorate where appropriate

 

Directorates & Corporate Services 

Monitor and oversee local action

Identify and manage risks trends

Escalate to Boards where appropriate





Risk Review & Escalation Process 

Identify & Manage Risks

Incidents, risk assessments, audits, inspections, hazard warning notices, health and safety assessments, project management, national standards, 

All staff 

Identify and take appropriate action to reduce risk

Risks recorded on local / directorate risk registers

Prioritise, Manage and Review

Risk > = 9 

Prioritise, Manage and Monitor risk

Medicine / Surgery / Corporate Boards 

Prioritise and Monitor directorate actions

Identify and manage Board / Service wide risks

Escalate Red risk / slipping action plans

Inform and Endorse 

Strategic/Assurance Framework & Operational risks

Identify, Manage and Monitor 








